




Rev. 4/27/21 

NOTICE OF RECOMMENDATION FOR AWARD 
(Revised) 

Date of Issue: December 5, 2022 

The Procurement Department hereby issues formal notice to respondents to Solicitation 

No. RFP-PO-2200014 for PDS Case Management System that the following listed 

respondent will be recommended for award as indicated below.  The award action is 

scheduled to be performed by the Board of Supervisors on or after December 20, 2022. 

Award is recommended to the highest scoring proposal. 

    AWARD AMOUNT 
AWARDEE NAME   (including sales tax) 
Aeon Nexus Corporation   $2,700,000.00 

OTHER RESPONDENT NAMES 
Advologix LLC 
Karpel Solutions  
MTX Group Inc. 

Issued by: Denise Waldo, Procurement Officer 

Telephone Number: 520.724.8458 

This notice is in compliance with Pima County Procurement Code §11.12.020(C) and 
§11.20.010(C).

Copy to: Pima County SBE via e-mail at SBE@pima.gov. 

_______________
December 6, 2022

mailto:SBE@pima.gov


Pima County Procurement Department 

Project: PDS Case Management System 

Contractor: Aeon Nexus Corporation 
138 State Street 
Albany, NY 12207 

Amount: $2,700,000.00 

Contract No.: MA-PO-23-047 

Funding:   Various Funds 

 INFORMATION TECHNOLOGY CONTRACT 

DEFINITIONS. The following terms will have the meanings set forth in this Section when used in this 
Agreement. 

“Acceptance” is defined as the signed Deliverable Acceptance Document 

“Addendum” means an addendum addressing Software/SaaS/JNaaS executed by authorized representatives 
of each party. References to Addendums include any attachments to those Addendums, except where 
this Agreement specifically addresses attachments separately. 

“Confidential Information” is defined in Exhibit C: Section 2 (Confidentiality) 

“Data Breach” means unauthorized disclosure or exposure of Project Data. 

“Deliverable Acceptance Document” or “DaD” means a document outlining the deliverables provided during a 
specified milestone.  County signature on this document implies acceptance of the milestone. 

“Implementation Period” means the period of time between Kickoff and the end of Post-Go-Live support. 

“JusticeNexus” is the legal case management system owned and operated as a service by Aeon Nexus 
Corporation 

“JNaaS” means the subscription to access JusticeNexus-as-a-Service as configured for the County. 

“Project Data” means all information processed or stored on computers or other electronic media, or in the 
Microsoft Cloud by County or on County’s behalf, or provided to Contractor for such processing or 
storage, as well as any information derived from such information. Project Data includes, without 
limitation: (a) information on paper or other non-electronic media provided to Contractor for computer 
processing or storage, or information formerly on electronic media or provided through Cloud-based 
file exchanges; (b) information provided to Contractor by County or other users or by other third 
parties; and (c) personally identifiable information from such County's, users, or other third parties, 
including from County’s employees. 

“SaaS” means a software-as-a-service that Contractor hosts (directly or indirectly) for County’s use. 

“Services” means system administration, system management, and system monitoring activities that Aeon 
Nexus performs and includes the right to use the programs, and support services for JNaaS according 
to delivered Specifications 

“Specifications” refers to such technical and functional specifications for JusticeNexus or JNaaS. 

“Statement of Work” or “SOW” refers to the Statement of Work contained within this document. 
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“Subscription Term” means the annual term during which County has paid JNaaS subscriptions. 

“System” means JusticeNexus-as-a-Service. 

 
1.  Parties, Background and Purpose. 

1.1. Parties. This Contract is between Pima County, a body politic and corporate of the State of Arizona 
(“County”), and Aeon Nexus Corporation (“Contractor”). 

1.2. Purpose. Provide County with a Case Management System (“CMS”) for use by Pima County Public 
Defense (“PDS”), and its implementation. 

1.3. Authority. County selected Contractor pursuant to and consistent with County’s Procurement Code 
11.12.020 Competitive Sealed Proposals. 

1.4. Solicitation. County previously issued Solicitation No. RFP-PO-2200014 for certain services (the 
“Solicitation”). Requirements and specifications contained in the Solicitation, all documents included 
in the Solicitation, and any information and documentation submitted by Contractor in response to 
the Solicitation, are incorporated into this Contract by reference. 

1.5. Contractor’s Response. Contractor submitted the most advantageous proposal to the Solicitation. 

2.  Term.    

2.1. Initial Term. The term of this Contract commences on December 20, 2022 and will terminate on 
December 19, 2023 (“Initial Term”). “Term,” when used in this Contract, means the Initial Term plus 
any exercised extension options. If the commencement date of the Initial Term is before the signature 
date of the last party to execute this Contract, the parties will, for all purposes, deem the Contract to 
have been in effect as of the commencement date. 

 
2.2. Extension Options. County may renew this Contract for up to four additional periods of up to 1 year 

each (each an “Extension Option”). An Extension Option will be effective only upon execution by the 
Parties of a formal written amendment. 

3. Scope of Project. Contractor will implement, configure and support a Software-as-a-Solution CMS for use by 
PDS in accordance with Exhibit A: Scope of Project and Exhibit A-1:  JusticeNexus Software as a 
Service Agreement.  The Services must comply with all requirements and specifications in the Solicitation. 

4. Key Personnel. Contractor will employ suitably trained and skilled professional personnel to perform all 
services under this Contract. The Project Manager and key personnel, especially those key personnel 
County relied upon in making this Contract, cannot be substituted at any time during the period of the 
contract without the consent of County. County reserves the right to reject the project manager and key 
personnel at any time. The key personnel include the following staff: 

Name: TBD Based on Start Date  Title:  Project Manager  
Name: TBD Based on Start Date  Title:  Technical Architect  
Name: TBD Based on Start Date  Title:  Business Analyst  
Name: TBD Based on Start Date  Title:  Software Architect  
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5. Compensation and Payment.
5.1.1. Expenses. All contract related travel plans and arrangements must be prior-approved by 

the Project Manager. County will pay Contractor reasonable travel and accommodation 
expenses, as follows. Lodging, per diem and incidental expenses incurred must be 
reimbursed based on current U.S. General Services Administration (GSA) domestic per 
diem rates for Tucson, Arizona. Contractors must access the following internet site to 
determine rates (no exceptions): www.gsa.gov. Reasonable accommodation will consist of 
a compact rental car. 

5.2. Not-to-Exceed (NTE) Amount. County’s total payments to Contractor under this Contract, including 
any sales taxes, may not exceed $2,700,000.00 (the “NTE Amount”) during the Initial Term of this 
Contract. The NTE Amount can only be changed by a formal written amendment executed by the 
Parties and may not be increased by more than $844,000.00 per year without approval by the Pima 
County Board of Supervisors. Contractor is not required to provide any services, payment for which 
will cause the County’s total payments under this Contract to exceed the NTE Amount; if Contractor 
does so, it is at the Contractor’s own risk. 

5.3. Sales Taxes. The payment amounts or rates in Exhibit B do not include sales taxes. Contractor may 
invoice County for sales taxes that Contractor is required to pay under this Contract. Contractor will 
show sales taxes as a separate line item on invoices. 

5.4. Timing of Invoices. Contractor will invoice County on an annual basis for subscription services, and 
upon milestone completion for implementation services as set forth in Exhibit B. County must receive 
invoices no more than 30 days after the end of the billing period in which Contractor delivered the 
invoiced products or services to County. County may refuse to pay for any product or service for which 
Contactor does not timely invoice County and, pursuant to A.R.S. § 11-622(C), will not pay for any 
product or service invoiced more than 6-months late. 

5.5. Content of Invoices. Contractor will include detailed documentation in support of its invoices and 
assign each amount billed to an appropriate line item. 

5.6. Invoice Submittal. Invoices are to be sent to: 

Pima County Finance & Risk Management – Accounts Payable 
P.O. Box 791 
Tucson, AZ 85701 

5.7. Invoice Adjustments. County may, at any time during the Term and during the retention period set 
forth in Section 24 below, question any payment under this Contract. If County raises a question 
about the propriety of a past payment, Contractor will cooperate with County in reviewing the 
payment. County may set-off any overpayment against amounts due to Contractor under this or any 
other contract between County and Contractor. Contractor will promptly pay to County any 
overpayment that County cannot recover by set-off. 

6. Insurance. The Insurance Requirements herein are minimum requirements for this contract and in no way
limit the indemnity covenants contained in this contract. Contractor’s insurance shall be placed with
companies licensed in the State of Arizona and the insureds shall have an “A.M. Best” rating of not less
than A- VII, unless otherwise approved by County. County in no way warrants that the minimum insurer
rating is sufficient to protect Contractor from potential insurer insolvency.

6.1. Minimum Scope and Limits of Insurance.

6.1.1. Commercial General Liability (CGL). Occurrence Form with limits of $2,000,000 Each 
Occurrence and $2,000,000 General Aggregate. Policy shall include cover for liability arising 
from premises, operations, independent contractors, personal injury, bodily injury, property 

http://www.gsa.gov/
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damage, broad form contractual liability coverage, personal and advertising injury and 
products – completed operations. 

6.1.2. Business Automobile Liability. Bodily Injury and Property Damage for any owned, leased, 
hired, and/or non-owned automobiles assigned to or used in the performance of this contract 
with a Combined Single Limit (CSL) of $1,000,000 Each Accident. 

6.1.3. Workers’ Compensation and Employers’ Liability. Statutory requirements and benefits for 
Workers’ Compensation. In Arizona, WC coverage is compulsory for employers of one or 
more employees. Employers' Liability coverage with limits of $1,000,000 each accident and 
$1,000,000 each person - disease. 

6.1.4. Technology Errors and Omissions (E&O) Insurance. The Technology E&O coverage shall 
have minimum limits not less than 2,000,000 Each Claim and $2,000,000 Annual Aggregate. 
Such insurance shall cover any, and all errors, omissions, or negligent acts in the delivery of 
products, services, and/or licensed programs under this contract. Coverage shall include or 
shall not exclude settlement and/or defense of claims involving intellectual property, including 
but not limited to patent or copyright infringement. In the event that the Technology E&O 
insurance required by this contract is written on a claims-made basis, Contractor shall warrant 
that continuous coverage will be maintained as outlined under “Additional Insurance 
Requirements – Claims-Made Coverage” section. 

6.1.5. Network Security (Cyber)/Privacy Insurance. Coverage shall have minimum limits not less 
than $2,000,000 Each Claim with a $2,000,000 Annual Aggregate. Such insurance shall 
include, but not be limited to, coverage for third party claims and losses with respect to 
network risks (such as data breaches, unauthorized access or use, ID theft, theft of data) and 
invasion of privacy regardless of the type of media involved in the loss of private information, 
crisis management and identity theft response costs. This should also include breach 
notification costs, credit remediation and credit monitoring, defense and claims expenses, 
regulatory defense costs plus fines and penalties, cyber extortion, computer program and 
electronic data restoration expenses coverage (data asset protection), network business 
interruption, computer fraud coverage, and funds transfer loss. In the event that the Network 
Security and Privacy Liability insurance required by this contract is written on a claims-made 
basis, Contractor must warrant that either continuous coverage will be maintained as outlined 
under “Additional Insurance Requirements – Claims-Made Coverage” section, or an extended 
discovery period will be exercised for a period of two (2) years beginning at the time of work 
under this contract is completed. 

6.2. Additional Insurance Requirements. The policies shall include, or be endorsed to include, as required 
by this contract, the following provisions. 

6.2.1. Claims Made Coverage. If any part of the Required Insurance is written on a claims-made 
basis, any policy retroactive date must precede the effective date of this contract, and 
Contractor must maintain such coverage for a period of not less than three (3) years following 
contract expiration, termination or cancellation. 

6.2.2. Additional Insured Endorsement. The General Liability, Business Automobile, Technology 
E&O, Network Security & Privacy Liability policies must each be endorsed to include Pima 
County and all its related special districts, elected officials, officers, agents, employees and 
volunteers (collectively “County and its Agents”) as additional insureds with respect to 
vicarious liability arising out of the activities performed by or on behalf of the Contractor. The 
full policy limits and scope of protection must apply to County and its Agents as an additional 
insured, even if they exceed the Insurance Requirements. 
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6.2.3. Subrogation Endorsement. The General Liability, Business Automobile Liability, Workers’ 
Compensation and Technology E&O Policies shall each contain a waiver of subrogation 
endorsement in favor of County, and its departments, districts, officials, agents, and 
employees for losses arising from work performed by or on behalf of the Contractor. 

 
6.2.4. Primary Insurance Endorsement. The policies shall stipulate that the insurance afforded 

Contractor shall be primary and that any insurance carried by County, its agents, officials, or 
employees shall be excess and not contributory insurance. The Required Insurance policies 
may not obligate County to pay any portion of Contractor’s deductible or Self Insurance 
Retention (SIR). 

6.2.5. Insurance provided by the Contractor shall not limit the Contractor’s liability assumed under 
the indemnification provisions of this Contract. 

6.2.6. Subcontractors. Contractor must either (a) include all subcontractors as additional insureds 
under its Required Insurance policies, or (b) require each subcontractor to separately meet 
all Insurance Requirements and verify that each subcontractor has done so, Contractor must 
furnish, if requested by County, appropriate insurance certificates for each subcontractor. 
Contractor must obtain County’s approval of any subcontractor request to modify the 
Insurance Requirements as to that subcontractor. 

6.3. Notice of Cancellations. Each Required Insurance policy must provide, and certificates specify, that 
County will receive not less than thirty (30) days advance written notice of any policy cancellation, 
except 10-days prior notice is sufficient when the cancellation is for non-payment of a premium. 
Notice must be mailed, emailed, hand-delivered or sent via facsimile transmission to County’s 
Contracting Representative, and must include the project or contract number and project description. 

6.4. Verification of Coverage. Contractor shall furnish County with certificates of insurance (valid ACORD 
form or equivalent approved by County) as required by this contract. An authorized representative of 
the insurer shall sign the certificates. Each certificate must include. 

6.4.1.  County’s tracking number for this contract, which is shown on the first page of the contract,  
 and a project description, in the body of the Certificate. 

                  6.4.2.  A notation of policy deductibles or SIRs relating to the specific policy. 

           6.4.3.  Certificates must specify that the appropriate policies are endorsed to include additional 
 insured and subrogation waiver endorsements for County and its Agents. Note: Contractors 
 for larger projects must provide actual copies of the additional insured and subrogation 
 endorsements. 

6.5. All certificates and endorsements, as required by this contract, are to be received and approved by 
County before, and be in effect not less than 15 days prior to, commencement of work. A renewal 
certificate must be provided to County not less than 15 days prior to the policy's expiration date to 
include actual copies of the additional insured and waiver of subrogation endorsements. Failure to 
maintain the insurance coverages or policies as required by this contract, or to provide evidence of 
renewal, is a material breach of contract. 
 

6.6. All certificates required by this contract shall be sent directly to the appropriate County Department. 
The Certificate of Insurance shall include County’s project or contract number and project description 
on the certificate. County may require complete copies of all insurance policies required by this 
contract at any time. 
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6.7. Approvals and Modifications. County’s Risk Manager may approve a modification of the Insurance 
Requirements without the necessity of a formal contract amendment, but the approval must be in 
writing. County’s failure to obtain a required insurance certificate or endorsement, County’s failure to 
object to a non-complying insurance certificate or endorsement, or County’s receipt of any other 
information from the Contractor, its insurance broker(s) and/or insurer(s), do not constitute a waiver 
of any of the Insurance Requirements. 

7. Indemnification. To the fullest extent permitted by law, Contractor will defend, indemnify, and hold harmless 
County and any related taxing district, and the officials and employees of each of them (collectively, 
"Indemnitee") from and against any and all claims, actions, liabilities, losses, and expenses (including 
reasonable attorney fees) (collectively, "Claims") arising out of actual or alleged injury of any person 
(including death) or loss or damage to tangible or intangible property caused, or alleged to be 
caused, in whole or in part, by any act or omission of Contractor or any of Contractor's directors, officers, 
agents, employees, volunteers, or subcontractors. This indemnity includes any claim or amount arising or 

 
recovered under the Workers' Compensation Law or arising out of the failure of Contractor to conform to 
any federal, state or local law, statute, ordinance, rule, regulation or court decree. The Indemnitee will, in 
all instances, except for Claims arising solely from the acts or omissions of the Indemnitee, be indemnified 
by Contractor from and against any and all Claims. Contractor is responsible for primary loss investigation, 
defense and judgment costs for any Claim to which this indemnity applies. This indemnity will survive the 
expiration or termination of this Contract. 

8.  Laws and Regulations. 

8.1. Compliance with Laws. Contractor will comply with all federal, state, and local laws, rules, 
regulations, standards and Executive Orders. 

8.2. Licensing. Contractor warrants that it is appropriately licensed to provide the services under this 
Contract and that its subcontractors will be appropriately licensed. 

8.3.  Choice of Law; Venue. The laws and regulations of the State of Arizona govern the rights and 
obligations of the parties under this Contract. Any action relating to this Contract must be filed and 
maintained in the appropriate court of the State of Arizona in Pima County. 

9. Independent Contractor. Contractor is an independent contractor. Neither Contractor, nor any of 
Contractor’s officers, agents or employees will be considered an employee of County for any purpose or be 
entitled to receive any employment-related benefits, or assert any protections, under County’s Merit System. 
Contractor is responsible for paying all federal, state and local taxes on the compensation received by 
Contractor under this Contract and will indemnify and hold County harmless from any and all liability that 
County may incur because of Contractor’s failure to pay such taxes. 

10. Subcontractors. Contractor may not subcontract the Contract or any services provided pursuant to the 
Contract without the consent of County. 

If County approves subcontracting, Contractor is fully responsible for all acts and omissions of any 
subcontractor, and of persons directly or indirectly employed by any subcontractor, and of persons for 
whose acts any of them may be liable, to the same extent that the Contractor is responsible for the acts and 
omissions of its own employees. Nothing in this Contract creates any obligation on the part of County to 
pay or see to the payment of any money due any subcontractor, except as may be required by law. 

11. Assignment. Contractor may not assign its rights or obligations under this Contract, in whole or in part, 
without the County’s prior written approval. County may withhold approval at its sole discretion. 
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12. Non-Discrimination. Contractor will comply with all provisions and requirements of Arizona Executive 
Order 2009-09, which is hereby incorporated into this contract, including flow-down of all provisions and 
requirements to any subcontractors. During the performance of this Contract, Contractor will not 
discriminate against any employee, client or any other individual in any way because of that person’s age, 
race, creed, color, religion, sex, disability or national origin. 

13.  Americans with Disabilities Act. Contractor will comply with Title II of the Americans with Disabilities Act 
 (Public Law 110-325, 42 U.S.C.§§ 12101-12213) and the federal regulations for Title II (28 CFR Part 35). 

14. Authority to Contract. Contractor warrants its right and power to enter into this Contract. If any court or 
administrative agency determines that County does not have authority to enter into this Contract, County 
will not be liable to Contractor or any third party by reason of such determination or by reason of this 
Contract. 

15. Full and Complete Performance. The failure of either party to insist, in one or more instances, upon the 
other party’s complete and satisfactory performance under this Contract, or to take any action based on the 
other party’s failure to completely and satisfactorily perform, is not a waiver of that party’s right to insist upon 
complete and satisfactory performance, or compliance with any other covenant or condition in this Contract, 
either in the past or in the future. The acceptance by either party of sums less than may be due and owing 
it at any time is not an accord and satisfaction. 

 
16. Cancellation for Conflict of Interest. This Contract is subject to cancellation for conflict of interest pursuant 

to A.R.S. § 38-511, the pertinent provisions of which are incorporated into this Contract by reference. 

17. Termination by County.  

17.1. Without Cause. County may terminate this Contract at any time without cause by notifying Contractor, 
in writing, at least 30 days before the effective date of the termination. In the event of such 
termination, County's only obligation to Contractor will be payment for services rendered prior to the 
date of termination. 

17.2. With Cause. County may terminate this Contract at any time without advance notice and without 
further obligation to County when County finds Contractor to be in default of any provision of this 
Contract. 

17.3. Non-Appropriation. Notwithstanding any other provision in this Contract, County may terminate this 
Contract if for any reason there are not sufficient appropriated and available monies for the purpose 
of maintaining County or other public entity obligations under this Contract. In the event of such 
termination, County will have no further obligation to Contractor, other than to pay for services 
rendered prior to termination. 

18. Notice. Any notice required or permitted to be given under this Contract must be in writing and be served 
by personal delivery or by certified mail upon the other party as follows: 

County: Contractor: 
Terri Spencer, Procurement Director  Dennis Blaine, Managing Director  
Pima County Procurement  Aeon Nexus Corporation  
150 W Congress  138 State Street  
Tucson, AZ 85701  Albany, NY 12207  
520.724.8161 
terri.spencer@pima.gov 

 518.881.4100 
 dennisblaine@aeonnexus.com  

19. Non-Exclusive Contract. Contractor understands that this Contract is nonexclusive and is for the sole 
convenience of County. County reserves the right to obtain like services from other sources for any reason. 

mailto:terri.spencer@pima.gov
mailto:dennisblaine@aeonnexus.com
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20. Remedies. Either party may pursue any remedies provided by law for the breach of this Contract. No right 
or remedy is intended to be exclusive of any other right or remedy and each is cumulative and in addition 
to any other right or remedy existing at law or at equity or by virtue of this Contract. 

21. Severability. Each provision of this Contract stands alone, and any provision of this Contract found to be 
prohibited by law will be ineffective to the extent of such prohibition without invalidating the remainder of 
this Contract. 

22. Use of County Data. Unless it receives County’s prior written consent, Contractor: (a) shall not access, 
process, or otherwise use County Data other than as necessary to provide contracted services or products; 
and (b) shall not intentionally grant any third-party access to County Data, including without limitation 
Contractor’s other customers, except subcontractors that are subject to a reasonable nondisclosure 
agreement. Notwithstanding the foregoing, Contractor may disclose County Data as required by applicable 
law or by proper legal or governmental authority. Contractor shall give County prompt notice of any such 
legal or governmental demand and reasonably cooperate with County in any effort to seek a protective 
order or otherwise to contest such required disclosure, at County’s expense. Upon termination or completion 
of the Contract, Contractor will, within 60 calendar days, either return all County Data to County or will 
destroy County Data and confirm destruction to County in writing. As between the parties, County retains 
ownership of County Data. “County Data” means data in electronic or paper form provided to Contractor by 
County, including without limitation personal identifying information as defined in A.R.S. § 13-2001(10). 

23. Books and Records. Contractor will keep and maintain proper and complete books, records and accounts, 
which will be open at all reasonable times for inspection and audit by duly authorized representatives of 
County. In addition, Contractor will retain all records relating to this Contract for at least five (5) years after 
its expiration or termination or, if later, until any related pending proceeding or litigation has concluded. 

 
24. Public Records. 

24.1. Disclosure. Pursuant to A.R.S. § 39-121 et seq., all documents submitted in response to the 
solicitation resulting in award of this Contract, including, but not limited to, pricing schedules, product 
specifications, work plans, and any supporting documents, are public records. As such, those 
documents are subject to release and/or review by the general public upon request, including 
competitors. 

24.2. Records Marked Confidential; Notice of Protective Order. If Contractor reasonably believes that any 
documents submitted to County contain proprietary, trade-secret or otherwise-confidential 
information, Contractor must prominently mark those records “CONFIDENTIAL.” In the event a 
public-records request is submitted to County for records marked CONFIDENTIAL, County will notify 
Contractor of the request as soon as reasonably possible. County will release the records 10 
business days after the date of that notice, unless Contractor has, within that period, secured an 
appropriate order from a court of competent jurisdiction, enjoining the release of the records. County 
will not, under any circumstances, be responsible for securing such an order, nor will County be in 
any way financially responsible for any costs associated with securing such an order. 

Contractor agrees to waive confidentiality of any price terms. 

25. Legal Arizona Workers Act Compliance. 

25.1. Compliance with Immigration Laws. Contractor hereby warrants that it will at all times during the term 
of this contract comply with all federal immigration laws applicable to Contractor’s employment of its 
employees, and with the requirements of A.R.S. § 23-214 (A) (together the “State and Federal 
Immigration Laws”). Contractor will further ensure that each subcontractor who performs any work 
for Contractor under this contract likewise complies with the State and Federal Immigration Laws. 
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25.2. Books & Records. County has the right at any time to inspect the books and records of Contractor 
and any subcontractor in order to verify such party’s compliance with the State and Federal 
Immigration Laws. 

25.3. Remedies for Breach of Warranty. Any breach of Contractor’s or any subcontractor’s warranty of 
compliance with the State and Federal Immigration Laws, or of any other provision of this section, is 
a material breach of this Contract subjecting Contractor to penalties up to and including suspension 
or termination of this Contract. If the breach is by a subcontractor, and the subcontract is suspended 
or terminated as a result, Contractor will take such steps as may be necessary to either self-perform 
the services that would have been provided under the subcontract or retain a replacement 
subcontractor as soon as possible so as not to delay project completion. 

25.4. Subcontractors. Contractor will advise each subcontractor of County’s rights, and the subcontractor’s 
obligations, under this Section by including a provision in each subcontract substantially in the 
following form: 

“Subcontractor hereby warrants that it will at all times during the term of this contract comply with all 
federal immigration laws applicable to Subcontractor’s employees, and with the requirements of 
A.R.S. § 23-214 (A). Subcontractor further agrees that County may inspect the Subcontractor’s books 
and records to ensure that Subcontractor is in compliance with these requirements. Any breach of 
this paragraph by Subcontractor is a material breach of this contract subjecting Subcontractor to 
penalties up to and including suspension or termination of this contract.” 

26. Grant Compliance. Contractor will comply with all requirements attached in Exhibit D: Federal Regulation 
Compliance (4 pages). 

27. Cooperative Use of Contract. As allowed by law, County has entered into cooperative procurement 
agreements that enable other public agencies to utilize procurement agreements that County has 
developed. Participating public agencies may contact Contractor with requests to provide services and 
products pursuant to the pricing, terms, and conditions defined in this Contract. Minor adjustments are 
allowed subject to agreement by both Contractor and participating public agency to accommodate additional 
cost or other factors not present in County’s agreement and required to satisfy particular public agency code 
or functional requirements and within the intended scope of the solicitation and resulting contract. The  
parties to the cooperative procurement will negotiate and transact any such usage in accordance with State 
and other public agency procurement rules, regulations, and requirements. Contractor will hold harmless 
County, its officers, employees, and agents from and against all liability, including without limitation payment 
and performance associated with cooperative use of this Contract. Contractor may view a list of agencies 
that are authorized to use County contracts at the Procurement Department Internet home page: 
http://www.pima.gov/procure by selecting the link titled Authorized Use of County Contracts. 

29. Israel Boycott Certification. Pursuant to A.R.S. § 35-393.01, if Contractor engages in for-profit activity 
and has 10 or more employees, and if this Contract has a value of $100,000.00 or more, Contractor certifies 
it is not currently engaged in, and agrees for the duration of this Contract to not engage in, a boycott of 
goods or services from Israel. This certification does not apply to a boycott prohibited by 50 U.S.C. § 4842 
or a regulation issued pursuant to 50 U.S.C. § 4842. 

30. Forced Labor of Ethnic Uyghurs. Pursuant to A.R.S. § 35-394, if Contractor engages in for-profit activity 
and has 10 or more employees, Contractor certifies it is not currently using, and agrees for the duration of 
this Contract to not use (1) the forced labor of ethnic Uyghurs in the People’s Republic of China; (2) any 
goods or services produced by the forced labor of ethnic Uyghurs in the People’s Republic of China; and 
(3) any contractors, subcontractors or suppliers that use the forced labor or any goods or services produced 
by the forced labor of ethnic Uyghurs in the People’s Republic of China. If Contractor becomes aware during 
the term of the Contract that the Company is not in compliance with A.R.S. § 35-394, Contractor must notify 
the County within five business days and provide a written certification to County regarding compliance 
within one hundred eighty days. 

http://www.pima.gov/procure
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31. Amendment. The parties may modify, amend, alter or extend this Contract only by a written amendment 
signed by the parties. 

32. Order of Precedence. All documents included in the Solicitation, and any information and documentation 
submitted by Contractor in response to the Solicitation, are incorporated into this Contract. In the event of 
conflicting terms between the incorporated agreement documents, the following is the order of precedence, 
superior to subordinate, to resolve the conflict: 

32.1. This Information Technology Contract, and all Amendments issued to this Contract, 

32.2. Any Delivery Order (DO) issued by County against this Contract, and any agreements attached to 
that DO, 

32.3. The solicitation documents of RFP-PO-2200014, to include its Attachments, and all Amendments 
issued to that solicitation, 

32.4. Any other agreement, including its exhibits and addendums, and all amendments issued to that 
agreement. 

33. Entire Agreement. This document constitutes the entire agreement between the parties pertaining to the 
subject matter it addresses, and this Contract supersedes all prior or contemporaneous agreements and 
understandings, oral or written. 

34. Effective Date. This Contract will become effective when all parties have signed it. The effective date of 
the Contract will be the date this Contract is signed by the last party (as indicated by the date associated 
with that party’s signature). 

 
 

Remainder of page intentionally left blank 
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 Introduction 
This Statement of Work (SOW) is governed by and subject to the provisions of the Contract between Pima County (“County” 
or “Client”) and Aeon Nexus Corporation (“the Vendor”) providing the County with a Case Management System for use by 
Pima County Public Defense Services (“Client”).  The SOW sets forth the scope and definition of the Services to be provided 
by Vendor to implement a JusticeNexus Solution (“Solution”) for the Client to provide a case management system.  
 
This SOW represents the complete baseline for scope, services, service deliverables, and acceptance applicable to this 
project. All changes to this document will be managed in accordance with the change request process defined in Section 8.  
Where there are sections that describe joint efforts by the parties, the Client agrees to provide such efforts necessary for 
Vendor to perform the Services, to the reasonable extent possible.  
 

 Project Objective 
The Vendor understands that the Client seeks to procure a case management system to support the work performed by 
Pima County Public Defense Services in connection with felony and misdemeanor adult and juvenile offenders and accused, 
complainants, victims, witnesses, discovery, and investigations; as well as adult and juvenile parties in dependency related 
case representation, along with adult and juvenile parties in mental health-related cases 
 
The JusticeNexus Solution will replace functionality of the existing Client Case Management System (JustWare 6.0) for the 
agreed upon Organizational Units and Case Types there within. 
 

 Project Acceptance Criteria 
The Vendor will provide the Client with a Deliverable Acceptance Document (DAD) for each deliverable.  The Client will be 
required to approve and sign off on each deliverable, indicating acceptance of the work outlined therein.  Upon completion 
of the items contained in this Statement of Work, the Vendor will provide a final project approval closeout document, which 
will indicate final project acceptance. 

The Client shall have no more than five (5) full business days to either provide Acceptance of the Deliverable or provide 
written Deliverable feedback to Vendor.  The Vendor shall address completely and comprehensively all feedback prior to 
resubmission. Should the Client fail to provide the Acceptance or rejection notice within the allotted days, Vendor shall 
escalate the request for Acceptance to the next highest Client level as defined in the project governance structure agreed 
upon during the Kickoff.  

Delay in Acceptance of Deliverables may require continuation of activities and result in a need for a project change request. 

 Scope Summary 
The Vendor is responsible for the implementation of the Solution as set forth in this SOW. The Client expects the Vendor to 
supply the Services to configure and deploy the Solution.  The Vendor will collaborate with the Client staff through project 
management, tools and the Aeon Nexus Delivery Approach Process to deliver a complete and operationally integrated 
JusticeNexus. 

4.1  Area in Scope 
4.1.1  Core Solution Functionality 

Vendor shall provide the Services necessary for the planning, discovery, design, development, and deployment of the 
Solution as set forth in this SOW. The Solution is, at a minimum, comprised of the following applications and environments:  
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Application/Functionality Description 

JusticeNexus Configuration of the Solution on the Microsoft Power Platform to meet SOW 
functionality 

Case Management JusticeNexus will allow the Client to track cases and investigations prior to 
creating case records. Investigations will allow the Client to escalate 
investigations, while storing the investigation records and relating them to the 
records. 

Business Rules 
Creation/Configuration 

Creation and configuration of JusticeNexus business rules and workflows to 
meet documented functionality 

Alerts and Notifications JusticeNexus will be configured to send notifications, including email, based on 
Client-defined triggers and language. 

Calendar and Email Integration JusticeNexus will be configured to allow scheduling of events through 
integration with Client users’ Outlook calendars, if Office 365 is being used by 
the Client and tenant-to-tenant sharing is enabled. 
   
Client users can track emails from Outlook for cases in JusticeNexus, using the 
Outlook Add-Ins. This feature enables storage of emails and attachments in the 
timeline for each case as defined within JusticeNexus. 

Reporting JusticeNexus will be configured to meet Client Reporting needs using a 
combination of Solution capabilities including Forms, Views, Dashboards and 
Reports.     

Document Generation, 
Management and Collaboration 

The ability to create case-related documents and document templates based on 
Client needs. 

Search  JusticeNexus includes search capabilities that include case and solution component 
records, documents, contacts, and is configured to include or restrict access to data 
based on Client roles and organizational units configured within the Solution. 
 
In addition to the platform search capabilities, the Solution includes OCR capabilities 
leveraging AquaForest Searchlight to make non-searchable document and text to 
searchable format. 

Document Storage and 
Administration 

Storage of documents and other digital assets related by case. File sizes or 
limitations of the Client platform may dictate the method of storage or file 
transfer to JusticeNexus.   
 
Files up to 250GB will be managed by JusticeNexus, however, storage of large 
files (>5GB), will be configured based on the platform, preference, and security 
constraints of the Client and Client Organization.   
 
Client preferences or integrations may impact the migration and method of 
transfer or scope of the document storage functionality. 

JusticeNexus Environments 

Environments Location Target Users 
Development  Vendor Tenant Vendor Development Team 
TEST JusticeNexus Vendor Tenant Vendor Development and Client Stakeholders 
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TEST JN Portal Vendor Tenant Vendor Development and Client Stakeholders 
Production 
JusticeNexus 

Vendor Tenant Vendor Development & Support resources / All Client users 

Production JN Portal Vendor Tenant Vendor Development & Support resources / All Client users 

• Vendor is not configuring servers but will be configuring Cloud services in Microsoft Azure Commercial Cloud, US-
based locations (West US, West US 2 and/or West US 3).  Zone-redundant backup will also be in CONUS. 

• Vendor services are not in the Microsoft Government Community Cloud 
• JusticeNexus Solutions are user or app-based licensing. 
• Portal resources are consumption based and may incur charges based on Client provided access to external users. 
• Microsoft Government Community Cloud environments will be limited to the features available in the tenant and may 

not match the commercially advertised features. 
• Aeon Nexus is not responsible for Client Security configuration items, outside of the JusticeNexus solution, including 

RBAC, MFA, or third-party tools. 

4.1.2  Client Solution Components 
4.1.2.1  Case Management 

The following Client identified Divisions and Case Types comprise the solution areas for Case Management.  Case Types 
include the relative Forms, Views, Workflows, Reports, Processes and related case management items that will be identified 
during the Requirements phase.  The table below represents the case type and sub-types to be represented for the Client 
Solution:   
 
Division Case Type Subtypes  
Public Defender Felonies SMRT/STEPs court these get different case IDs then 

normal felonies  
Drug Courts, Mental Health Court, Death Penalty cases, 
DTAP 

Misdemeanors Behavioral Health Court, Animal Welfare, Domestic 
Violence Court, Appeals, Rule 33s  

Direct Appeals  
Rule 33’s  
Juvenile Delinquency Probation Violations  
Dependency  
(adult representation) 

Dependency includes severances, guardianship cases, 
Dependency Alternative Program, and Family 
Preservation Cases, Severance Appeals, Dependency 
Appeals 

Legal Defender Felonies SMRT/STEPs court these get different case IDs then 
normal felonies  
Drug Courts, Mental Health Court, Death Penalty cases, 
DTAP 

Direct Appeal  
Rule 33’s  
Extraditions  
Fugitive Warrants  
Probation Violation  
Dependency  
(adult representation) 

Dependency includes severances, guardianship cases, 
Dependency Alternative Program, and Family 
Preservation Cases, Severance Appeals, , Dependency 
Appeals 

Legal Advocate  Felonies SMRT/STEPs court these get different case IDs then 
normal felonies  
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4.1.3  Integration Requirements 

JusticeNexus will integrate with the identified systems to provide the features and functionality defined within this 
statement of work.  Client will provide all available detailed documentation. 
 
The following integrations have been identified as in-scope and the Vendor will utilize the Microsoft Power Automate suite 
and license as the primary management solution for the integration needs1: 
 
Integration Name Summary 
Spillman Technologies RMS Sheriff’s office records management system 
State of AZ eFiling e-Filing case types with the State 
Pima County Consolidated Justice Court SCIA 
Feed 

Through Pima-hosted middleware 

Pima County Sherriff Jail Booking/Custody Feed Through Pima-hosted middleware 
Pima County Attorney’s Office Open Charges 
Feed 

Through Pima-hosted middleware 

AXON (Evidence.com) 2 Through separate window for authentication directly into 
Evidence.com 

Pima County Superior Court Clerk and Public 
Defense Services disclosure to consumer data to 
include Arraignment Feed and Events & Results 
Feed. 

Through Pima-hosted middleware 

 

1Power Automate Desktop and Windows 365 may be required for integrations that are not supported in the cloud version of 
Power Automate 
2Aeon Nexus expects Client to have licenses and access, and is not responsible for usage fees. 
 
  

Drug Courts, Mental Health Court, Death Penalty cases, 
DTAP 

Probation Violation  
Mental Health Defender Court Order Evaluations Emergency Evaluations and involuntary evaluations 

Court Order Treatment Rollover is a sort of subtype of COT, because it’s not a 
new case, it’s a continuation of an existing case 

Change of Venue   
Guardianships of incapacitated 
adults 

Temporary and Permanent Cases  

Office of Children’s 
Counsel 

Juvenile Dependency  
(juvenile representation) 

Dependency includes severances, guardianship cases, 
Dependency Alternative Program, and Family 
Preservation Cases, Mental Health Hearings  

Office of Court 
Appointed Counsel 

All case types; (overflow and 
conflict cases) 
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The following parameters of data exchanges will be explored during Requirements Gathering: 

• Specifications of source system (including any potential middleware) 
• Mapping the legacy data fields to the JusticeNexus Dataverse data fields  
• Frequency of exchange such as synchronous or asynchronous and timing of processing 
• Format of exchange (e.g., API, DB Table, FTP, etc.) 
• Data dictionary/database diagrams of source system (XML, NIEM) 
• Character data-type requirements, limitations, and translations 
• Data security considerations  

Integration Assumptions: 

• APIs, middleware access and authentication token/information will be provided in a timely manner to the Vendor by 
the Client resources or Client IT support teams 

• Documentation for APIs and middleware is complete and accurate for testing and design 
• Test and Production access is provided when available 
• Customer defined data entities and requirements for data, interval, and formatting will be provided during 

Requirements 

4.1.4.  Data Migration Requirements  
JusticeNexus will migrate legacy data from the systems identified below as data for use within the JusticeNexus Solution.  
Aeon Nexus will work with the Client on data schema and mapping from legacy data sources.  Aeon Nexus will not be 
responsible for correcting invalid, erroneous, or incomplete data or files.  Data structures must be identified by the 
customer and have metadata or file paths that allow for algorithmic or logical migrations.   
   

• JustWare 6.0  

Migrated data will include cases identified during Requirement Gathering, based upon existing or Client Provided metadata 
such as status (ex. Active only), time frame (ex., all cases from the last 5 years), etc. 

4.1.5.  Document/File Migration Requirements  
JusticeNexus will migrate associated legacy documents and files from one (1) identified location to include associated 
documents and files as defined within this SOW.  It is understood that JusticeNexus will migrate documents and files from 
the systems listed below. 
 
Aeon Nexus will not be responsible for correcting invalid, erroneous, or incomplete data or files.  File structures must be 
identified by the customer and have metadata or filepaths that allow for algorithmic or logical migrations  

• County’s Dell EMC Isilion storage environment 

Unless otherwise noted in the Functional Requirements Document, legacy documents and files will be migrated in the “as-
is” format and structure into entity-based root-level folders as both “discoverable” (files for sharing) and “non-discoverable” 
(private documents).  There is a limitation on files size for upload within the JusticeNexus platform, SharePoint and will be 
limited to the storage purchased by the Client.  Client understands that initial migration from legacy environment may 
require physical drive transfer of files. 
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Migration Assumptions: 

• Customer storage of documents and files may be transferred to JNaas via Cloud or drive storage depending on file 
size and throughput limitations 

• Based on Vendor assessment of case metadata, related documents may be stored in Hot, Cold or Archived tiers.  Open 
cases and other criteria will be prioritized for optimization 

 

4.2  Out of Scope 
 

Customer Specific Out of Scope  
• Integration with Tucson Police Department or 

other jurisdictional law enforcement agencies 
outside of existing access through 
Evidence.com 

• Integration with PROSECUTORbyKarpel 
• Integration in support of Arizona Legislative Bill 

HB2605 
• Integration with Arizona Judicial Automated 

Case System (AJACS) 
• Integration with any Federal, Tribal Nations, 

Arizona or Municipality Court not identified in 
this SOW 

• Integration with SMS messaging service 
• Integration with Court calendars/dockets not 

identified in this SOW 
• Any integration with financial/accounting 

systems (i.e., automated tracking of payment 
activity) 

• Scanning functionality will be dependent on 
the scanning software used by the County and 
its accessibility to the Cloud 

• OCR of any non-standard or hand-filled documents 
• Translation services  
• Creation of new fields, workflows, forms, templates in the Client 

Solution layer without Vendor assistance 
• Auto-redaction of documents not produced within JusticeNexus 
• Time entry suggestions based on activities in Outlook, Teams or 

other Microsoft services 
• Normalization or cleansing of legacy data 
• Automated quality control checks on manual processes (i.e., 

scanning completeness) 
• Support of compliance and data security regulations outside of 

the Microsoft platform 
• Client-developed unmanaged solution layer on Power Platform 
• Case-associated documents will be sent as secure links and not 

as attachments 
• Client-developed unmanaged solution layers on Power Platform 

 

 

Vendor Defined Out of Scope  

• Elements not outlined within this statement of 
work 

• Integrations that are not yet available have yet 
to be developed or have been delayed and are 
not prepared by the conclusion of the 
Requirements Gathering phase 

• Items that are deemed “parking lot” (out of 
scope, possible enhancements) items during 
Requirements Gathering, UAT or Post-Go-Live 
support. 

• Integrations with systems to which Client does not provide 
Vendor access necessary to complete integration  

• Delays in timeline due to lack of Client participation in 
Requirements Gathering or User Acceptance Testing phases of 
the project 

• Items that do not conform to platform limitations 

• Items that do not conform to security recommended practices 
• Items that require third-party software, licenses or access, that 

the Client does not possess 

• Security is an evolving landscape to be discussed with Client, i.e. 
bypassing MFA, violating State security requirements, etc. 



Aeon Nexus Statement of Work 

Page 21 

• Items that are deemed “Change Request 
Required” during testing that are not included 
as an approved Change Request 

• Business processes, workflows, stored 
procedures or other “behind the scenes” 
processes that are not documented in the 
Functional Requirements or Technical Design 
Documents 

• Client-developed unmanaged solution layer on Power Platform 

 
 

4.3  General Assumptions 
 

• Vendor RFP response was provided as a hosted solution, not as a “turnkey” SaaS Solution.  As the County has identified 
the need for a “turnkey” SaaS Solution, some feature availability has been modified and is reflected in this Statement 
of Work 

• Project phases may overlap or run in parallel 

• Vendor may complete SOW work offsite and be responsible for their own workspace, including power, printing, 
network access/security, and internet access  

• For Vendor’s offsite work, Client will (in compliance with the Client policies) provide appropriate access to applicable 
Infrastructure to enable Vendor’s remote access. 

• Vendor shall maintain all Documentation in a Microsoft Teams site, accessible by both Client and Vendor. 

• Client will provide resources for the project with availability during normal business hours Monday through Friday 
Client local time for the successful completion of the project; these resources should be available for migration of 
data and go-live activities as necessary for the pushes to production as not to interrupt the production activities of 
Client users. 

• Aeon Nexus personnel will operate both remotely from Aeon Nexus offices and on-site at Client facilities as agreed 
upon 

 
 

 Project Approach 
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Aeon Nexus uses the following development methodology for implementing JusticeNexus:

 
Aeon Nexus Delivery Approach  

5.1.  Kickoff Phase 

Scope o Vendor shall develop and deliver a Project Plan and Project Status Reports to cover the period 
from the Execution of the Contract through Project Acceptance.  During this phase, Vendor shall 
present both an overall demonstration of the proposed core solution (“JusticeNexus 101 and 
Deep Dive”).  The Client will also schedule a presentation of the existing legacy system to the 
Vendor. 

Assumptions o Discovery tools can be installed or run, in the Client environment 
o Client will actively participate in the discovery process and provide information that is necessary 

to build out the discovery deliverables in a timely manner 
o Client has existing Azure Active Directory implementation 
o The Client will participate in meetings and workshops to provide the information requested for 

discovery and planning activities. 
o Client agrees to make prompt decisions on design and approach options presented by Aeon to 

facilitate completion of the phase.  Prolonged delay may require continuation of the discovery 
phase and result in need for project change requests. 

o Client will name an executive sponsor that will make dedicated Client resources available to Aeon 
Nexus for project coordination and cooperation. 

Deliverables o Project Plan - Vendor shall develop and deliver a Project Plan for delivery of the Solution.  The 
Project Plan typically includes the following: 

o Project team roles and responsibilities for all parties 
o Risk and Issue Logs 
o Project schedule with identified project deliverables 

Out of Scope o Assessment or discovery of items not included in scope, including integrations or third-party 
systems not covered in the SOW 

 
Kickoff Activities: 
 

• Kickoff Meeting  

Support

•Training
•Go-Live
•Post Go-Live 
Support

Testing

•QA
•QA Report / 
UAT Plan

•UAT

Develop-
ment

•Build / Test
•Integration / 
Migration

•Build Report

Design

•Architecture 
•Technical 
Design 
Document

Require -
ments

•Assessment 
•Functional 
Requirement 
Document
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Vendor shall facilitate a web conferencing-based Project Kickoff Meeting with the Client project team, which includes 
Vendor and Client subject matter experts. 

 
During the Kickoff Meeting, Vendor and Client will define and outline: 
 

• Project Scope 
• Project timeline  
• Project roles, resources, and responsibilities  
• Communications Plan and Escalations Path 
• Key project stakeholders 
• Project Status Meeting cadence 

 
• “JusticeNexus 101” Demonstration  

Vendor shall facilitate a Microsoft Teams presentation to introduce JusticeNexus to Client-identified stakeholders.  The 
purpose of this presentation is to have stakeholders understand the JusticeNexus system base configuration and familiarize 
them with the terms and navigation within the system as well as showing the features and functionality of JusticeNexus.  
This session will be recorded and provided to the Client.  This demonstration is intended to be more functional than 
technical and give the Client the opportunity to see a sample of a completed system and allow them to begin brainstorming 
prior to Requirements Gathering sessions. 

• Client Legacy System Demonstration  
Vendor shall facilitate a Microsoft Teams presentation for the Client to present the existing legacy system features and 
functionality to the Vendor team.  During this presentation, the Client will perform a system walkthrough with the Vendor to 
demonstrate existing forms, views, features, functionality, workflows, processes and templates in the legacy system.  Client 
will provide all legacy system documentation, including screenshots, training materials, report/form/template examples and 
documented processes.  

 

5.2  Environment Setup Phase 

Scope o The Environment Setup phase includes the delivery of the base Solution of JusticeNexus, 
assignment of Vendor users and implementation of base security roles within the identified 
environment. 

o This phase is independent of other phases and can be completed prior to Kickoff. 

Assumptions o Client access to the DEV/TEST environments will be limited prior to UAT 
o Identity management will be handled through available with Microsoft cross-tenant access 

between Client Azure AD external identity and Vendor Azure AD. 
o If B2B collaboration utilizing cross-tenant access is not available due to platform restrictions or 

Client policy, Vendor will leverage B2B guest accounts 
o If B2B guest accounts are not available due to platform restrictions or Client policy, users will be 

granted access from the JNaaS Azure AD tenant, in which case some add-ins and tracking tools may 
not be natively available (Outlook) 

o Client will enable Vendor required security polices (ie, MFA, password changes, etc.) 
 

Deliverables o Environment Setup Completion Document - Vendor will provide a demonstration of environment 
to the project stakeholders.   

Out of Scope o Vendor is not responsible for training of Microsoft Platform items outside of the Solution 
components 
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Environment Setup Activities: 
 

o Configuration Activities 
 
Vendor shall configure Vendor DEV environment and Solution TEST environment 

o Complete configuration of the base solution in the Vendor DEV environment 
o Create and deliver the managed base solution in TEST environment 
o Confirm Vendor user accounts and Vendor security roles in the TEST environment 
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5.3  Requirements Phase 

Scope o Assessment and planning - Assessment is targeted at reviewing the Client’s legacy solution, 
databases, workflows, reports and related case management components.   

o Following the completion of the initial assessment activities, the Vendor will host a series of 
targeted workshops to review the understanding of the assessment findings associated timeline 
for completion. 

Assumptions o Client has access and documentation, or SMEs available to provide explanations and requirements 
of the legacy system 

o Client shall respond to questions, attend all scheduled meetings, make every effort to obtain 
approvals, and provide information in a timely manner. 

o Client will ensure that an adequate number of Client personnel and Subject Matter Experts (SMEs) 
will be available during Requirements Gathering to properly identify requirements, features, 
functionality, business processes and integrations end-to-end. 

Deliverables o Functional Requirements Document (FRD) - Vendor shall develop and deliver a Functional 
Requirements Document (FRD).  The document will identify a list of use cases/user stories, list of 
dashboards/views/reporting requirements, list of template requirements, high-level business 
rules, integration requirements, data migration requirements and document/file migration 
requirements. 

Out of Scope o Vendor is not responsible for third party customizations unless explicitly included in scope 
o Custom built solutions appended to Client core solution, unless explicitly included in scope 
o Gaining access to, or management of, third-party solutions 
o Username and Password management of third-party solutions 
o Interpreting Client logic of workflows, queries, or schemas independently without Client 

assistance 
 
Requirement Phase Activities: 
 

o Requirements Gathering Activities 
Vendor will interview Client key persons to assist in understanding and document requirements by providing examples of 
forms, reports, data fields, and providing examples of use case and daily workstreams to include at a minimum the 
following: 

o Discussion with stakeholders to identify organizational hierarchies and case types, security roles, and data 
ownership 

o Documenting like processes for case types across multiple business units across the organization 
o As-Is Business Process Requirements Workshops (to review current business process flows, workflows by 

agency/division/case type) 
o Use case/user story sessions to document role and task-based user activities 
o Migration Requirements – discuss existing legacy data schemas and mapping, including document/file 

migration 
o Integration Requirements – discussing integration requirements and mapping for each identified integration; 

including frequency, format, structure and direction of integrations 

5.4  Architecture/Design Phase 

Scope o Vendor will architect the solution based upon the core JusticeNexus design structure and will 
design Client-defined components that exceed the functionality of the core solution to meet the 
Functional Requirements Document.   
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Assumptions o Vendor will determine what design elements will be delivered in Development iterations 

Deliverables o Technical Design Document (TDD) - The TDD will include the following solution areas: 
o Entity Relationships 
o Data Dictionary  
o Solution Components 
o Integration Design  
o Security Configuration 
o Migration Mapping 

Out of Scope o Assessment or planning for any services not identified during Requirements 

 
Architecture/Design Activities: 
 

o Architecture Design Sessions 
Vendor team will work with the Functional Requirements Document to architect the structure of the Client-configured 
Solution layer of the JusticeNexus solution 

o Fit-Gap Analysis 
Vendor team will work with the Functional Requirements Document and the development team to determine requirements 
to be delivered within the Client-configured JusticeNexus Solution layer 

o Design Sessions 
Vendor team will work with the Fit Gap analysis and the development team to design system components to meet the 
requirements in the Functional Requirements Document  

o Integration/Migration Sessions 
Vendor team will work to document integration and migration requirements and design workflows, scripts, data elements 
including Power Automate workflows, APIs, and Dataverse tables to satisfy migration and integration requirements.  

o Azure Dev Ops Setup 
Vendor team will work to configure the Client hosed Azure Dev Ops project to add work items for tracking and development 
activities, including test and related items, used as a Vendor project build plan 

o Document Storage  
Vendor team will determine the appropriate solution for storage of Client documents depending on Client security and 
business requirements.  Microsoft SharePoint and Azure based storage options will be evaluated considering existing Client 
licensing and/or file size requirements. 
 
Related Documents as needed depending on Client configuration: 

o JusticeNexus Entity Relationship Diagram (ERD) – visual map to how entities within the JusticeNexus solution relate 
to each other, as well as the data fields contained therein 

o JusticeNexus Data Dictionary – contains tables and columns (also referred to as entities) of data contained within the 
solution  

o JusticeNexus Index –contains dashboards, views, templates, reports, and forms in Client solution  
o JusticeNexus Integrations – contains integrations, data sources, workflows, logic, data types, format, frequency and 

source ownership 
o JusticeNexus Migrations – tracks planned migrations, data sources, workflows, logic, data types, format, frequency 

and source ownership 
o JusticeNexus Security Matrix – contains identified security roles and their access to the information contained within 

the solution 
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5.5  Development Phase 

Scope o Vendor shall complete build/integration and migration activities according to the project build plan.  
Development will occur in “iterations” where groups of features or functionality are grouped 
together for build/integration/migration work and then subsequently demonstrated to the Client in a 
“Minimal Viable Product” (MVP) presentation.  

Assumptions o Client documentation or explanation is available as needed for legacy tools and solutions 
o Development decisions will prioritize configuration over customization for supportability of the Solution 

post Go-Live 
o Client development team will define the number of iterations needed to complete Client requirements 
o Iterations may be added or removed during the Phase to address Solution completion and identified 

Risks or Issues 
o Client resources will be available to validate work item scope if a requirement is determined unclear 

Deliverables o Solution Complete Report - This document serves as a checklist to confirm all features and 
functionality outlined in the Functional Requirements Document and Technical Design Document 
have been completed 

Out of Scope o Vendor is not responsible for third party customizations unless explicitly included in scope 
o Username and Password management of third-party solutions 

o Migrations of additional data sources which have not been explicitly stated in this scope 
 
Development Activities: 
 

o Development Iteration 1/2/3, etc. 
Vendor team will work internally from the DevOps user stories, work items, and Project Build Plan to complete the 
necessary configurations, customizations, integrations, and initial migrations of system components to meet the 
requirements for the Iteration.  The project Architect will plan the Iterations, and may move work items in or out of 
Iterations to address schedule and refinements of clarity or requirements. 

o Minimal Viable Product (MVP) Presentation 1/2/3, etc. 
Vendor team will present the work completed in the Iteration to the identified Client team for review and demonstration.  
Vendor will collect feedback and make adjustments and configuration changes as necessary. 
 
 

5.6  QA Phase 

Scope o Vendor shall complete internal quality assurance activities and create a test plan for the User 
Acceptance Testing (UAT) phase. 

Assumptions o Client resources will be available for test plan review 

Deliverables o Quality Assurance Complete Report - This document serves as a checklist to confirm all features and 
functionality outlined in the Functional Requirements Document and Technical Design Document have 
been developed, tested and function as designed.   

o The UAT Plan will provided by the Vendor will guide Client testers through the Solution and provide 
scripts and steps for the testers to follow to confirm  Solution functionality 

Out of Scope o N/A  

 
QA Activities: 
 

o Quality Assurance (QA) Activities 
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Vendor team will validate test scripts and system functionality to verify functionality and prepare test plan for Client testers, 
in preparation of UAT, Migration and Go-Live Support. 

 
5.7  UAT Training Phase 

Scope o Training scope  

Assumptions o Client will make available selected users for training activities 
o Vendor will schedule training windows with Client to limit disruptions to daily activities 
o Delays in availability of client resources may require continuation of activities and result in a need for 

project change request 

Deliverables o UAT Training Guide - The UAT training guide will supplement delivered UAT training and provide a 
reference for Client testers during UAT. 

Out of Scope o Vendor is not responsible for training Client resources on PC navigation or tools outside of the 
Solution. 

 
UAT Training Activities: 
 

o UAT Training 
Vendor team will train Client testers to perform the acceptance testing within the Solution, documenting any bugs, or issues 
as Support Tickets with the Vendor team.  
 

5.8  UAT Phase 

Scope o UAT is the final testing performed when functional and system testing is completed by the Client with 
support from Vendor. Vendor shall provide UAT testing support, which includes the configuration of 
the Client TEST environment with access, security and necessary data for testing.   

o During UAT, Vendor will provide support for Client testing, which includes ticket and testing updates 
using priority and response times as set forth in Appendix B – Service Level Agreement (SLA), and UAT 
Ticket Report.  

o Data content and format used in the UAT test environment will be reviewed and agreed by Client prior 
to beginning the UAT activity.  Look-up values and other reference data will be pre-populated into the 
Client TEST environment.   

Assumptions o Client understands that User Acceptance Testing requires full time and attention of designated Client 
testers throughout the designated UAT time period.  Extending the time to adequately conduct UAT 
will result in a change request.  

o SLA will only apply to tickets logged in the Aeon Nexus Support Portal 

o Delays in availability of client resources may require continuation of activities and result in a need for 
project change request 

Deliverables o UAT Completion Report - A UAT Ticket Report will be presented at the end of UAT.  This report will 
contain a list of all tickets submitted during UAT, regardless of status.  Any remaining open tickets at 
the end of UAT will have a plan of resolution presented by Vendor. 

 

Out of Scope o Vendor is not responsible for training Client resources on PC navigation or tools outside of the 
Solution. 

 
UAT Activities: 
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o User Acceptance Testing  
Client will complete the UAT Plan with dedicated Client resources identified with support from Vendor with ticket triage and 
resolution.  UAT will be confined to the timeline phase identified in the Project Plan.  Any deviation from the timeline will 
result in a change request. 

 
5.9  End User Training Phase 

 

Scope o JusticeNexus Training will be provided to End Users by Vendor.  
o Vendor will provide system administrator training to Client-designated staff. 
o Microsoft Teams sessions will be recorded and made available to the Client. 
o Vendor shall develop and deliver a training plan, training materials, and a training report, and provide 

training services. 

Assumptions o Client end users will be available to participate in training sessions 
o Delays in availability of client resources may require continuation of activities and result in a need for 

project change request 

Deliverables o End User Training Materials - Training materials provided will include training documentation based 
on the training plan.  Training videos will also be provided for sharing among end users. 

Out of Scope o Vendor is not responsible for training Client resources on PC navigation or tools outside of the 
Solution. 

 
End User Training Activities: 
 

o End User Training Plan 
Vendor team will work with Client to determine the best training plan to be executed within the constraints of resources 
and training timeline.  Specifically, the order of training modules, the attendees and availability and scheduling of training 
sessions.  

o End User Training 
Vendor team will train end users and identified system administrators in the JusticeNexus Solution according to the training 
plan.  

 
5.10  Go-Live Phase 

Scope o Following the completion of End User Training, along with receipt of all required approvals, and 
written notice from Client to proceed with Production Go-Live, Vendor shall provide a go-live checklist 
and work with Client IT staff to complete go-live migration and implement JusticeNexus in a 
Production environment.   

Assumptions o Client IT resources will be available for Go Live activities 
o Delays in availability of client resources may require continuation of activities and result in a need for 

project change request 

Deliverables o Project Closeout Documents - Upon completion of the project, prior to transitioning to annual support, 
Vendor will meet with Client stakeholders and deliver: 
o Final Technical Design Document (TDD) 
o Final End User Training Documentation (including videos) 
o Open Item Ticket Log (if any) 
o Final Project Acceptance Document 

Out of Scope o New requirements or scope that has not been addressed through the change request process. 

 
Go-Live Activities: 
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o Go-Live Checklist 

Vendor will provide a go-give checklist to include the steps necessary to be completed in order for go-live to proceed.  This 
checklist includes verification of legacy data for migration, the completion of UAT/Training activities, cutover plan and 
resource scheduling. 

o Go-Live Activities 
Vendor will deploy JusticeNexus in a Production environment and migrate required legacy data/documents into Production. 

o Post-Go-Live Support 
During the 30 calendar days following go-live, Vendor will provide break/fix end user support system stabilization based on 
Specifications.  Any tickets logged during this time will follow the Service Level Agreement (SLA) identified in Appendix B. 

o Project Closeout 
At the end of the 30-calendar day post-go-live support period, Vendor will meet with project stakeholders to confirm project 
closeout and deliver final documentation. 

 
 Project Management 

Vendor shall provide project management services throughout the project. These project management services provide a 
framework for project planning, communications, reporting, and all procedural and contractual activity.  Project 
management services will also provide technical direction for the project and coordination of Vendor’s personnel.   
  

6.1  Prepare Project Management Plan  
Vendor shall provide project management services for the complete project lifecycle. Including the following project 
management activities: 

• Define project team roles and responsibilities (including assigned Client resources) 
• Prepare a detailed, baselined project plan identifying activities, dependencies, phases, and Deliverables (including 

Deliverable submission and review activities). 
• Coordination and management of all Vendor resources and activities related to the project. 
• Prepare a governance structure for a clear escalation path, including roles, responsibilities, and processes to raise, 

track, resolve, and escalate issues. 
• Prepare a communications management plan including management of communications and information flow 

between Vendor and Client.  
• Prepare on-going status reports and conduct recurring meetings. 
• Prepare a Risk log; plan with mitigation plans; perform on-going risk management activities.  
• Prepare an issue resolution log; perform on-going issue management activities.  
• Prepare a quality assurance plan; perform on-going quality assurance activities.  
• Establish a change control process; manage on-going change items.  
• Provide oversight and management of delivery of the software and related services to fulfill contractual obligations. 

 
6.2  Project Status Reports and Status Meetings  

The Vendor PM (VPM) shall produce status reports throughout the duration of the project at the frequency agreed upon at 
Kickoff. The VPM will maintain a project schedule to track activities, Deliverables, as well as Risks and Issues. The VPM and 
the Client team shall meet regularly (e.g., Microsoft Teams or in-person) for the duration of the project to discuss open 
items, activities, risks and issues, and Client requested topics.  

 
6.3  Project Roles and Responsibilities 

 

6.3.1  Vendor Resources 
Vendor shall assign appropriate resources to complete the Phases described in this SOW. The following are expected to be 
provided (titles may be different based on Vendor’s practice).  
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• The Project Manager is Vendor’s primary resource responsible for the day-to-day management of the project, 
including coordinating all Vendor and subcontractor project resources, and ensuring such resources perform 
efficiently and produce acceptable work products at all times. The VPM is the primary Vendor point-of-contact for the 
project. 

• The Business Analyst/Consultant team ensures that the business and functional aspects of the delivered Solution are 
aligned with the project’s specifications, functional requirements, and operational objectives. The Business 
Analyst/Consultant team is responsible for ensuring continuous updating, maintenance, and organization of 
functional requirements and related project Documentation.  

• The Development team ensures that the underlying technology (architecture, hardware, software, Infrastructure, 
etc.), migration and integrations of the delivered Solution are aligned with the project’s technical requirements. The 
Development team ensures consistency and use of industry best practices in the realization of the Solution 
architecture. The Development team is responsible for ensuring continuous updating, maintenance, and organization 
of all technical requirements and related project Documentation.  

• The Customer Success (Support) team confirms that Solution test cases are comprehensive, and that test execution 
is rigorous and consistent with the agreed guiding principles and methods.  The Customer Success team shall be 
responsible for verifying all testing of the Solution and its components is done in the Vendor’s environment prior to 
release to Client.  The Customer Success team shall ensure traceability is maintained between requirements and 
testing activities and provides summary level reporting. The Customer Success team prepares and delivers project 
training for both UAT and end users and is responsible for ensuring continuous updating, maintenance, and 
organization of all testing and training related project Documentation.  

 
6.3.2  Vendor Resource Replacement/Removal 

The Client shall have the right to reject any of Vendor’s employees or subcontractors (i) whose qualifications, in the Client’s 
good faith and reasonable judgement, do not meet the standards established by Client as necessary for the performance of 
the Services; or (ii) whom Client reasonably identifies as being unacceptable due to poor performance, disrupting the 
progress on the project, or violation of applicable laws, provided that such rejection does not violate any applicable law or 
government regulation.  

 

Vendor shall provide written notice to Client prior to replacement of assigned resources from the project, excluding 
attrition. The Client shall have the right to reject replacement resources. 
 

6.3.3  Vendor Assumptions of Client Resources 
 

• Stakeholders – Vendor assumes that Client stakeholders will be available to meet during Kickoff, and intermittently 
throughout the implementation period to attend status calls, or to provide input in the case of unexpected delays or other 
unforeseen circumstances that threaten milestone dates. 
 

• SMEs – Vendor assumes that SMEs that have an intimate understanding of the current solution(s) in place at Client and will 
be made available during the Kickoff and Requirements Gathering phases of Vendor’s proposed implementation schedule 
to assist Vendor in developing details functional requirements.  It is also expected that Client SMEs will be available during 
the UAT phase of this implementation to execute test scripts and perform UAT prior to Go-Live. 
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• Client IT –Client will provide access to Client IT resources to assist Vendor in establishing the environment(s) and user 
access for the Solution. These Client resources should have appropriate security permissions to perform such work, 
and access to decision-makers at Client to streamline these tasks. 
 

• Migration Resources - Client IT resources with appropriate security permissions are available to interact with Vendor 
resources to plan and execute the migration. These parties will work in tandem to capture, cleanse, and validate data, 
then execute migration(s) from the existing Legacy Systems currently in place at Client to the Solution. It is expected 
that multiple iterative migrations will be performed prior to the production cutover migration, and that appropriate 
Client IT resources are available intermittently throughout this engagement to support these iterations.  

 
• Project Manager –Client project manager and other Client personnel (as deemed appropriate by the Client project 

manager) be made available to attend regular status meetings regarding the progress of this implementation.  
 
• Training Sessions - Vendor has an expectation that all relevant Client staff will attend the appropriate training 

session(s) for their role to become familiar with using the Solution prior to Go-Live. 
 

6.3.4  Estimated Client Resource Time Allocation 
Vendor anticipates requiring access to and involvement of the following Client resources during the various phases of the 
implementation as needed: 
 

Phase Staffing (Number/Type) Capabilities, Skills, Knowledge Estimated Time/Period 
Kickoff 1 or more Client 

executive stakeholder(s) 
Knowledge of overall Client project 
goals and stategy 

As required 

1 Client project manager Project management experience As required 
1 or more Client system 
administrators 

Experience administering the Client 
systems involved in this 
implementation 

As required 

1 or more Client SMEs Knowledge of existing Client 
systems, processes, reporting, 
business roles, etc. 

As required 

Environment 
Setup 

1 or more Client IT 
system administrators 

Knowledge of existing Client 
Microsoft tenant, access to 
network systems 

Intermittantly throughout phase 

Requirements  1 or more Client SMEs Knowledge of existing Client 
systems, processes, reporting, 
business roles, etc. 

Intermittently throughout phase 

1 or more Client system 
administrators 

Experience administering the Client 
systems involved in this 
implementation and UAT 
preparation activities 

Intermittently throughout phase 

1 or more Client IT 
business analyst 
resources 

Experience providing business 
process analysis, and knowledge of 
existing Client systems, processes, 
reporting, business roles, UAT 
preparation activities, etc. 

Intermittently throughout phase 

Development  1 or more Client SMEs Knowledge of existing Client 
systems, processes, reporting, 
business roles, etc. to provide 
clarifications 

Intermittently throughout the 
Development period 
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1 or more Client system 
administrators 

Experience administering the 
legacy Client systems and 
integrations/migrations involved in 
this implementation. 

Intermittently throughout phase 

1 or more Client IT 
business analyst 
resources 

Experience providing business 
process analysis, and knowledge of 
existing Client systems, processes, 
reporting, business roles, UAT 
preparation activities, etc. 

Intermittently throughout phase 

UAT Training Small group of Client 
testers 

Representative group of end users 
who are familiar with daily business 
activities 

Up to 2 hours a day during UAT 
Training phase 

User 
Acceptance 
Testing 

1 or more Client SMEs Knowledge of existing Client 
systems, processes, reporting, 
business roles, etc. 

Minimum 4 hours daily 
throughout UAT phase 

1 Client project manager Project management experience As required 
1 Client quality assurance 
resource 

Experience in performing quality 
assurance testing for the Client 

Minimum 4 hours daily 
throughout UAT phase 

End User 
Training 

Client End Users All End Users expected to utilize 
the new solution 

Intermittently throughout the 
training period 

1 Client project manager Project management experience As required 
1 or more Client system 
administrators 

Knowledge of existing Client Legacy 
Systems, migration experience 
preferred 

Intermittently throughout the 
training period 

1 or more Client SMEs Knowledge of existing Client 
systems, processes, reporting, 
business roles, etc. 

Intermittently throughout the 
training period 

Go-Live All End Users N/A As required 
1 or more Client system 
administrators 

Experience with cutover and go-live 
with the ability to support PROD 
activities including go-live data 
migration and cutover. 

Intermittently throughout phase 

 

6.4  Project Management Tools 
Vendor shall use Microsoft-based project management tools and other standard industry tools for successful collaboration, 
communication and execution of the project. 
 

6.5  Project Management Assumptions 

• Client employees shall not supervise Vendor resources. 

• Vendor resources shall not supervise Client employees. 

• Vendor resources participating in this project may require Client background checks, including fingerprinting. 

• Client shall provide Vendor with access to their equipment, systems, data, and personnel to the extent needed to 
complete the defined Services. Vendor agrees to fully abide by the Client’s security, privacy, and confidentiality 
requirements. 

• Normal working hours are 8 am to 5 pm Monday through Friday (Eastern) and many teams allow flex schedules. 
Vendor and Client shall plan carefully for recurring meetings to accommodate different time zones and flex schedules 
as necessary. Vendor does understand, occasionally there will need to be meetings after hours. 

• When scheduling work, Client holidays and the weeks therein are considered to ensure that Client staff are available.  
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• Deliverable Acceptance time frames for initial and final reviews will be determined during the project management 
activity of this SOW and documented in the mutually agreed upon acceptance plan between Vendor and Client. 

• Client agrees during the project management activity of this SOW to assign a clear approval process for each major 
project Deliverable. 

 Client agrees that meetings and other collaborations will take place using Microsoft Teams and may, at times, be 
recorded with consent.  
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 7.1  Proposed Project Timeline  
Below is the proposed project timeline based on the current known variables.  Vendor expects the start date to be approximately 6-8 weeks after contract 
execution. 
 
A formal draft project timeline will be delivered during the Kickoff.  During following phases, the timeline may be modified to meet changing business 
requirements, project complexity, Client/Vendor holidays, and resource availability.   
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 Change Request Process 
 

8.1  Initiation of Change Request 
 

• Either party may request changes to the Services and/or Deliverables, the project schedule, the parties’ respective 
responsibilities, payment milestones, the inclusion of additional services, as well as other aspects of the SOW  

• The party proposing a change request will prepare a change request using the mutually agreed to process/form 
describing any applicable change, the effect that the change will have on the project, the effect that not making the 
change will have on the project, Deliverables, parties’ respective responsibilities, impact to schedule, project cost 
(including hours of labor by role), or other aspect of the project  

• The proposing party is responsible for clarity of purpose, cost, and impact of any change request  
• The cost of preparing the change request is not chargeable to the project  
• The inclusion of a change process in no way changes the expectation that Vendor shall deliver all the agreed-upon 

requirements and solution design at the fixed price if mutual approval is not obtained 
• The change request process will also be followed for any reduction in scope or effort 

 
8.2  Evaluation of Change Request 

 
• The VPM in the weekly status meeting will evaluate proposed change requests to determine whether such proposed 

change request will be: (i) mutually approved or approved for Oversight Committee Review; (ii) rejected; (iii) sent for 
further analysis or identified as requiring additional detail (i.e., impact analysis); or (iv) deferred. 

• The VPM has the authority to approve changes that have no material impact on cost, schedule, or scope 
• Changes that have material changes to project cost, scope and/or schedule need to be approved by the Client Steering 

Committee. The VPM will assess the change orders for need/desirability and present these changes to the Client 
Steering Committee for review  

• The Client project manager will retain a change log to record change requests and their disposition 
 
 

8.2.1  Approval of Change Requests 
 

• The parties shall not unreasonably withhold their respective consent to, nor impose unreasonable terms or conditions 
for its approval of, any Change Request proposed by the other party.  

• No change request or change order shall be implemented unless and until Vendor and Client have approved such 
change order in writing. 

 
8.3  Implementation of Change Requests 

 

8.3.1  Costs associated with implementing a change order 
 
Vendor may determine the level of effort, and cost associated with a proposed change request. The change order shall call 
out the details with the related cost and effort. The Vendor will specifically call out any change request work as an invoice 
detail when cost is involved. 
 

8.3.2  Documentation Updates 
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The process for implementation of change requests shall include changes to relevant requirements and functional 
specifications (FRD), technical specifications (TDD) and any Solution documentation as appropriate.  The change order 
number will be used to reference the change in all documents.  
 

8.3.3  Project Plan Updates 
 
The change order work will be called out in the Vendor’s project plan and will be reflected in the overall project plan 
referenced by change order number. 

 
 Appendix A – Definitions and Acronyms  

 
Term Definition 
Acceptance Service or Deliverable has successfully completed the Client Acceptance process, and 

Client has issued written confirmation of Acceptance 
ADA American Disabilities Act 
CIS Center for Internet Security 
Client Pima County Public Defense Services 
Client IT Pima County IT 
Client PM Client Project Manager 
CJIS Criminal Justice Information Services 
Configuration Process of setting up the Client business rules. Configuration does not require 

programmatic software changes. 
Contract Contract #xxxxxxx, effective xx/xx/xxxx contract 
Configuration Process of setting up or managing Solution components to meet Client requirements. 
Customization The creation of software code, scripts, and other directives created for enabling project 

functional requirements in the Solution. 
Cutover The transition from testing the Solution to production processing, and the activities required 

to prepare the systems for such transition. Also called ‘Go Live’ 
Dataverse Also referred to as Microsoft Dataverse (previously called “Common Data Service”) is the 

data backbone in the Microsoft Cloud that enables the storage of data in a scalable and 
secure environment dynamically. 

Defect An error in the software, design, implementation, performance, or execution of a component 
of the Solution such that the behavior experienced does not conform to the approved 
Documentation or Specification. 

Deliverable The software, hardware, services, and all materials provided, developed, created, or 
discovered in connection with the performance of Vendor's obligations under the Contract, 
along with accompanying Documentation. 

Documentation All manuals, instructions, and other documents (whether in hard copy, soft copy, or web-
based form) relating to, or necessary for, the use, operation, or maintenance of any 
Deliverable, together with all Enhancements, corrections, modifications, and Specifications 
as set forth in the RFP and Contract. 

End User Personnel who are authorized and enabled by Client to use the Solution.  
Enhancement Changes to the Solution base products that involve code development.  
FRD Functional Requirements Document  
GCC Microsoft 365 Government Community Cloud 
Infrastructure  Includes hardware, operating system, network, database and application servers, storage, 

middleware, and security specific to the Solution and other technologies implemented to 
support the Solution. 

Integration Passing of data between two separate and distinct systems/applications; can be 
accomplished via real time or in batch mode.   

Iterative Development 
Approach 

In this approach elements of functionality are developed and implemented into production 
as they are deemed ready and approved. These are then managed in the production 
environment. The following elements of functionality are then tested against the production 
whole and moved to production as ready. This ‘iterates’ until the entire feature set is 
implemented.  
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JusticeNexus The legal case management system being implemented by Vendor on the Microsoft Power 

Platform. 
KPIs Key Performance Indicators 
Legacy Systems Client applications currently in place, which the Solution will replace. 
Organizational Change 
Management 

The activities, events, processes, and procedures that are employed for handling 
organizational transformation from one system environment to another. This relates 
primarily to people and business processes. Client is also extending the definition to 
encompass changes that impact the system customers and their behavior. 

Post Go-Live Support  This stage includes activities for stabilizing the Solution and resolve defects. 
Project PMO The Vendor Project Team plus the Client Leads (or other appointed representatives) and 

Client Project Manager lead by the Client Project Manager 
SME Subject Matter Expert 
Services Application, services, deliverables, and schedules. 
Severity Level 1 Defect 
(Critical) 

See Service Level Agreement (SLA) 

Severity Level 2 Defect 
(High) 

See Service Level Agreement (SLA) 

Severity Level 3 Defect 
(Medium) 

See Service Level Agreement (SLA) 

Severity Level 4 Defect 
(Low)  

See Service Level Agreement (SLA) 

Solution The JusticeNexus legal case management system being implemented by the Vendor. 
SOW Statement of Work 
Stabilization Period Post-go-live support to Client licensed end-users for thirty (30) calendar days 
TDD Technical Design Document – Documents that describe in technical terms how an 

Enhancement or integration will be developed. These documents when applicable will 
identify code, data elements, indices that will require changes and detail inputs, outputs, 
processing, calculations, data names, Division names, and other appropriate technical 
specifications such as security considerations, and restart procedures if appropriate. 

Training The activity of training End Users. 
UAT User Acceptance Testing – is the last phase of the project's software testing process. 

During UAT end-users have an opportunity to ensure the newly developed Solution can 
handle required tasks in real-world scenarios by testing requirements and business process 
flows in scope. UAT results require Client approval to proceed onto the Go-Live phase for 
production implementation. 

Vendor Aeon Nexus Corporation 
VPM Vendor Project Manager 

 
 

 Appendix B – Service Level Agreement (SLA)  
 
The following Service Level Agreement will apply for tickets entered in the Aeon Nexus Support Portal during User 
Acceptance Testing and Post-Go-Live Support for the Solution.  This SLA will not apply to tickets related to platform, 
Internet, or Cloud-Based issues. 
 

Priority Levels. When the Client submits a ticket to the Vendor, the defect will be promptly classified by the reporting party 
in accordance with the following priority incident guidelines:  

Priority Level Definition  

1 
 

Emergency: 
The Production Solution is unavailable, OR a critical business function is 
inoperable, OR performance of the Solution is unacceptable AND there is no work 
around in place.   
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2  
 

Significant: 
A Critical Business Function is unavailable/operating in an unreliable manner OR 
Performance of the Solution is unacceptable AND there is a business approved 
temporary workaround. 

3  
 

Normal: 
A Non-Critical Business function is unavailable/operating in an unreliable manner 
OR Performance of the application does not meet agreed performance targets. 
Priority 3 defects need to be fixed or a business approved work around identified 
that can remain in place until a permanent solution is implemented. 

4 Low: 
A Defect which may be cosmetic or minor in nature or related to configuration and 
might decrease system efficiency, but would not prevent use of the application or 
prevent the Client from conducting their regular business activities 

5 System Enhancement: 
These are items that are future enhancements, or new features not currently part 
of the Solution. 

 
Incident Response Service Level. Vendor will respond to the Client and provide Initial Responses Temporary Resolutions 
and Final Resolutions in accordance with the time requirements set forth in the table below.   

Priority 
Level: 

Vendor’s Initial Response 
will be provided within: 

Vendor’s Temporary 
Resolution will be provided 
within: 

Vendor’s Final Resolution will 
be provided within: 

1 
30 minutes from receipt of 
initial ticket from the 
Client 

1 hour from receipt of initial 
ticket from the Client  

7 days from receipt of initial 
ticket from the Client 

2 
2 hours from receipt of 
initial ticket from the 
Client  

2 hours from receipt of initial 
ticket from the Client  

14 days from receipt of initial 
ticket from the Client 

3 
8 hours from receipt of 
initial ticket from the 
Client 

8 business hours from receipt 
of initial ticket from the Client 

30 days from receipt of initial 
ticket from the Client 

4 
16 hours from receipt of 
initial ticket from the 
Client 

5 business days from receipt of 
initial ticket from the Client 

As available 

5 As assessed Provided as Change Request 
document 

As outlined in approved 
Change Request document 

 
For this section, the following definitions apply: 
 
(a) “Initial Response” means a written or electronic response from Vendor to the Client regarding a ticket submitted 

in the Aeon Nexus Support Portal. 

(b)  “Temporary Resolution” means a temporary fix or patch that Vendor has implemented and incorporated into 
the Solution to restore the System Functionality in accordance with its Specifications until the Final Resolution 
is available. 

(c) “Final Resolution” means a permanent fix that Vendor has implemented and incorporated into the Solution to 
restore System Functionality in accordance with its Specifications. 
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 Appendix C – Annual Support  
 
Annual Support is offered to the Client beginning at project closeout and continues on an annual basis. 
 
Support includes: 

• 24/7 access to the Aeon Nexus Support portal complying with the SLA (Appendix B) 
• Dashboards and reports to review and analyze support tickets 
• Break/fix support for system end users as delivered 
• Triage of tickets logged as system enhancements with regular review 
• Support of implemented system enhancements 
• Quarterly review of system tickets 
• Semi-annual Microsoft Power Platform release support 
• Regular JusticeNexus updates (as available) 
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EXHIBIT A – Client Reference Documents  

 
   

SCOPE OF IMPLEMENTATION  

Case Management System - JusticeNexus 
 
 

Contractor must adhere to the following minimum specifications, performance requirements and all terms 
and conditions within this contract for the legal case management system. 

1. Legal Case Management Software: System Requirements 

1.1 The proposed case management system, JusticeNexus, is intended to support the work 
performed by Pima County Public Defense Services (PDS) in connection with  felony and 
misdemeanor adult and juvenile offenders and accused, complainants, victims, witnesses, 
discovery, and investigations; as well as adult and juvenile parties in dependency related case 
representation, along with adult and juvenile parties in mental health-related cases. 

1.2 System must allow for electronic retention of case documentation, including photos and 
video/audio media within identified file size standards, and have the framework to send and 
receive information from law enforcement agencies, Adult Probation, County Attorney’s Office, 
Public Defense Office(s), and the Courts. 

1.2.1 System must allow for partitioned document searches. 

1.2.2 System must automatically OCR applicable documents when scanned into the 
system using Aquaforest Searchlight OCR (or product of equal functionality) for 
batch OCRing. 

1.3 System must support the agency obligation to establish trusted systems for maintaining electronic 
records created or stored as official records as well as establish retention schedule within the 
system. 

1.4 System must have the ability to upload and store a single file up to 250 GB. 

1.5 System must be a turnkey solution that is hosted by the vendor as per the Exhibit A-1 (JusticeNexus-
as-a-Service Agreement) 

1.6 System must be browser-based and capable of high-demand processing. At a minimum, it must 
be capable of supporting a range of users from: 360 to 500 concurrent users on day one, and to 
accommodate 200% growth over a period of five (5) years. 

1.7 System must support the Pima County browser standard without requiring unsecured custom 
browser configurations. The current standard for Pima County is Microsoft Edge. 

1.8 System must run within the latest versions of operating systems for the devices to be used: 
Windows, Mac, iPhone or Android. 

1.9 System must be capable of providing staff access via tablet, laptop or cellphone to the complete 
client electronic file from remote locations such as courtrooms, jails, and other facilities with internet 
connectivity. 

1.10 System must provide for data entry, navigation, identification and reduction of duplicate entry, and 
reporting procedures for data elements.  

1.11 System must allow functionality between multiple divisions/agencies and it must allow them to 
function autonomously without access to the other office’s information. 
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1.11.1 PDS is currently using JustWare 6.0 as its legal case management software. The case 
management system must limit data access by each attorney and individual case(s) 
where needed. Divisions within PDS (PD, LD, LA, OCC, MHD, OCAC) will not have 
access to other groups’ information. 

1.12 Functional requirements that must be satisfied with the implementation of the system are 
included in the solicitation Attachment 6: General Functional and Performance Requirements.  

 
 

2. Legal Case Management Software: Desired Features 

2.1 System must provide tools to users that will enable them to view agency-defined case and name 
data, create permission-based access for sensitive data, allow attorneys to e-file cases and 
documents, and download discovery. 

2.2 System must include document production that generates multi-page documents, simple 
letters, required reports, and other frequently used documents where applicable stored 
information is automatically populated. Examples of desired documents templates are 
subpoenas, simple letters, and required reports and will be further defined during requirements 
gathering and will include up to 20 documents that can be system produced automatically 
through triggers or manually executed and stored in JusticeNexus, presented to the end user. 

2.2.1 Vendor must be able to replicate existing JustWare document templates as part of the 20 
documents produced by JusticeNexus. 

2.2.2 Documents must be able to pull data from multiple records and/or data points throughout 
the system and merge them into one cohesive document (ie: plea offer for multiple 
separate cases for one defendant). 

2.3 System must have the functionality to automatically generate and print predetermined 
documents and forms, triggered by calendar entries, case status changes, etc. Examples of 
automatic addition of case-specific information include case numbers, client information, 
assigned attorney name(s), and assigned judicial officer(s) and will be further defined during 
requirements gathering. 

2.4 System must have the functionality to support the automation of tasks, using Business Process 
Flows, workflows and Power Automate flows. 

2.5 System must have the ability for System Administrators to create customer-defined fields, 
create screens and data views based on users and groups, define code tables, create custom 
graphical dashboards per individual user preferences, and allow customer-defined case types 
to be added.  Customer-defined fields and case types will be further defined during 
requirements gathering and implemented by the Vendor. 

2.6 System must have the ability for end-users to customize views that would include multiple case 
information to enable staff and attorneys to view relevant information in the course of their 
work. 

2.7 System must have a Microsoft Office interface/plug-in for interacting with Outlook/Exchange, 
Word, OneNote. System must comply with requirement 1.5.3 and 1.7.1 of Attachment 6: 
General Functional and Performance Requirements. 

2.8 System must have web portal capabilities for use by customer-defined web roles for external 
agencies to include: law enforcement portal for submission of requested documents and 
retrieval of information; e-disclosure portal for use by defense counsel and by unrepresented 
defendants.  Web portal capabilities are limited to no more than 25,000 logins/month.  
Customer-defined web roles will be further defined during requirements gathering. 
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2.9 Reporting Tools 

2.9.1 Standard Reports that allow customer-defined access to analyze historical data. 

2.9.2 Tools where authorized users can create additional ad-hoc and custom reports defining 
the format, look, and content of reports that allow query, display, and printing of data 
to meet customer-defined grant and statistical requirements. 

2.9.3 Interface that allows cross-tabular data to be presented with charting and graphing, 
drill-down reporting, and hyperlinks that provide case and name access. 
 

2.10 Tracking Capabilities 

2.10.1 Daily Court Calendar tracking (e.g., Court Calendars, Court docket information, etc.) 
with ability for attorneys to update while in court. System must comply with requirement 
1.5.3 and 1.7.1 of Attachment 6 Questionnaire, provided access to calendars and docket 
information is granted. 

2.10.2 Customer-defined Counsel’s petitions and E-filings 

2.10.3 Customer-defined Case Costs 

2.10.4 Customer-defined Attorney performance measures 

2.10.5 Customer-defined Demographics 

2.10.6 Time tracking to calculate the amount of time each attorney has worked on a given case. 

2.11 Electronic Filing Capabilities 

2.11.1 Filing with any Federal, Tribal Nation, Arizona or Municipality Court now and as 
and as systems become accessible in the future. 

2.11.2 System must communicate directly with the State of Arizona E-Filing Portal to export case 
information from JusticeNexus. 

 

3. Testing 

3.1 Contractor will provide access to TEST and PROD environments at no additional cost to the 
Agency for the duration of the Subscription Term. 

 
 

4. Implementation 

4.1 Contractor must provide a detailed implementation plan as part of the solicitation response to 
include performance metrics to be completed by both the Contractor and the Agency along 
with the timetable in which each section of work is to be completed. 

4.1.1 Provided plan must clearly define all phases, milestones, and ongoing services to the 
Agency and the requirements for completing each section of work, including who will be 
responsible for completing the required tasks. 

4.2 Migration from the Agency’s current case management software system (JustWare 6.0) must be 
required as a component of any implementation plan and must include the importation of 
customer-defined case records. data included therein. 

4.3 Development and implementation of  interfaces with other Agency systems is required. Identified 
integrations are: 

4.3.1 Sheriff’s Office Records Management System: Spillman Technologies Records 
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Management System 

4.3.2 State of Arizona E-Filing Portal 

4.3.3 Pima County Consolidated Justice Court SCIA Feed 
 

4.4 Additional solution functionality must include leveraging published APIs, iframe or separate tab to 
access specifically Evidence.com, with separate authentication. 
 

5. Training 

5.1 Contractor will provide detailed training to include instruction on building custom reports, 
automating documents, building business rules, and administering other aspects of the system, not 
to exceed the hours or attendees in accordance with Exhibit B: Rates. 

5.2 Contractor must provide separate training for IT and Subject Matter Experts. 

5.3 System must have an integrated Help menu. 

5.4 Training and support resources must be made available through the software or the 
Contractor’s website and at a minimum must include FAQs and video training. 

5.5   After go-live, Contractor must provide training opportunities at regular intervals to include 
webinars, user conferences, annual onsite training, newsletters, etc. 

    
6. Supplier Experience and Qualifications 

6.1 Contractor’s personnel who will be supporting the installation and maintenance of the Agency 
system must successfully pass a background check as defined by the Agency. 

6.1.1 Contractor will be responsible for providing personnel who are acceptable to the Agency. 
6.1.2 Contractor’s personnel will be required to sign formal non-disclosure and/or conflict-of- 

interest agreements to guarantee the protection and integrity of the Agency information and 
data. 

6.2 Key personnel involved in the implementation of the system must have recent, direct experience 
with users in public defense work and prosecution environments and must understand the unique 
needs of such settings. 
6.2.1 Contractor will assign key personnel with the understanding that they will have regular 

contact with end users and their on-going input on the system. 
6.2.2 Contractor agrees that, once assigned to work under a contract with the Agency that key 

personnel will not be removed or replaced without written notice to the Agency. 
6.2.2.1 The Contractor must immediately notify the Agency in writing if key personnel 

are not available for work under a contract, for a continuous period exceeding thirty 
(30) calendar days, or are expected to devote substantially less effort to the work 
than initially anticipated. Subject to concurrence of the Agency, the Contractor will 
replace such personnel with personnel of substantially equal ability and 
qualifications. 

6.2.3 At any time throughout the contract term, the Agency reserves the right to request 
replacement of Contractor’s personnel to include but not be limited to the Project Manager, 
consultant(s), and customer service staff. Replacement personnel must possess 
substantially equal ability and qualifications of previously assigned personnel. 

 
7. Additional Agency Departments 

7.1 System must be made available to additional Departments as requested by the Agency, provided that 
subscription has been obtained by the Agency and users adhere to existing security roles. 
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7.2 Proper security and access measures must be in place to ensure integrity of data and that 
information is maintained and kept separate where required by law and/or requested by the 
Agency. 

END OF EXHIBIT A: SCOPE OF IMPLEMENTATION 
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EXHIBIT A1: JUSTICENEXUS AS A SERVICE AGREEMENT  
 

This Software as a Service Agreement also known as Exhibit A1 (this “Agreement”), is entered into by 
and between Pima County, a body politic and corporate of the State of Arizona, on behalf of Public 
Defense Services(“Client”), the user of JusticeNexus as-a-service (“JNaaS”) as defined herein, and Aeon 
Nexus Corporation (“Aeon Nexus”), a Virginia corporation with headquarters at 138 State Street, Albany, 
NY 12207. By placing a purchase order for JnaaS or by using JnaaS, Client agrees to be bound by the 
terms of this Agreement. This Agreement remains governed by and subject to the provisions of the 
Contract between the Client and Aeon Nexus. If any terms conflict between Exhibit A1 and its Information 
Technology Contract, Exhibit A1 and its terms will be subordinate to the Contract for purposes of resolving 
the conflict. 
 
  

This agreement is made with reference to the following facts:  
 

A. Aeon Nexus has created, and markets and licenses to justice-related organizations 
and other businesses, software-as-a-service programs named JusticeNexus, 
which is a legal case management solution;  

B. Client desires to purchase from Aeon Nexus, and Aeon Nexus desires to sell to 
Client, the above subscription services on a non-exclusive basis upon the terms 
and conditions set forth herein; and  

C. In consideration of the mutual promises and covenants herein, the parties hereby 
agree as follows:  

 
1. Services Covered by this Agreement.  

 
a. Software as a Service.   

 
i. Description of JusticeNexus-as-a-Service (“JnaaS”). JnaaS provided as a service 

consists of system administration, system management, and system monitoring activities 
that Aeon Nexus performs and include the right to use the programs, and support services 
for JnaaS as delivered to the Specifications (collectively, the “Services”). JnaaS comprises 
a web-based application that Aeon Nexus hosts as a service. The application currently 
contains modules for legal case management. The term “JnaaS” refers to the 
JusticeNexus legal case management software products owned or distributed by Aeon 
Nexus to which Aeon Nexus grants Client access as part of the Services, including 
program documentation, and any program updates provided as part of the Services.  
 

ii. Rights Granted. For the duration of the term defined in this Agreement, Client will have 
the nonexclusive, non-assignable, royalty free, limited right to use the JnaaS solely for 
Client’s internal business operations and subject to the terms of the Agreement. Client 
may allow its users to use JnaaS for this purpose and Client is responsible for its users’ 
compliance with the Agreement. Client acknowledges that Aeon Nexus has no delivery 
obligation and will not ship copies of JnaaS to Client as part of JnaaS. Client agrees that 
it does not acquire under the Agreement any subscription to use the JnaaS in excess of 
the scope and/or duration of the Agreement.  

 
iii. Discretion of Aeon Nexus. Aeon Nexus shall have the right, in its sole and absolute 

discretion, at any time or from time to time to implement new versions of JnaaS or 
additions, features, modifications, or enhancements to JnaaS or any part or component 
contained therein, or to change the methods by which JnaaS are delivered, all of which 
may be implemented by Aeon Nexus from time to time in its sole discretion. Aeon Nexus 
shall also have the right, in its sole and absolute discretion, at any time or from time to 
time to stop delivering JnaaS, provided that Aeon Nexus will not do so during the period 
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for which fees for the services have been paid. Any such modification or alteration of any 
of JnaaS shall not create a presumption, of any kind or nature that JnaaS were in any way 
defective prior to such modification or alteration. Aeon Nexus shall determine, in its sole 
and absolute discretion, whether, and to what extent, it shall promote, advertise, market, 
license, and deliver JnaaS, and nothing contained herein shall obligate Aeon Nexus to do 
so. Client agrees that Client has not relied on the future availability of JnaaS, programs or 
updates in entering into the payment obligations in the Agreement, provided that the 
preceding does not relieve Aeon Nexus of its obligation to deliver JnaaS that Client has 
ordered and paid for per the terms of the Agreement.  

  

b. Ownership and Restrictions. Client retains all ownership and intellectual property rights in and 
to Client’s Data. The term “Client’s Data” refers to the data provided by Client that resides in 
Client’s JnaaS environment. Aeon Nexus retains all ownership and intellectual property rights to 
the Services and JnaaS. 

i. Additional Restrictions. Client may not:  

1. remove or modify any program markings or any notice of Aeon Nexus’s proprietary 
rights;  

2. make the programs or materials resulting from JnaaS available in any manner to 
any third party for use in the third party’s business operations;  

3. modify, make derivative works of, disassemble, reverse compile, or reverse 
engineer any part of JnaaS (the foregoing prohibition includes but is not limited to 
review of data structures or similar materials produced by programs), or access or 
use JnaaS in order to build or support, and/or assist a third party in building or 
supporting, products or services competitive to Aeon Nexus;  

4. license, sell, rent, lease, transfer, assign, distribute, display, host, outsource, 
disclose, permit timesharing or service bureau use, or otherwise commercially 
exploit or make the Services, JnaaS or materials available, to any third party other 
than, as expressly permitted under the terms of the Agreement.  

  
ii. Additional Conditions. The rights granted to Client under the Agreement are also 

conditioned on the following:  
 

1. The rights of any user subscribed to use JnaaS (e.g., on a “named user” annual 
basis) cannot be shared or used by more than one individual (unless such 
subscription is reassigned in its entirety to another authorized user, in which case 
the prior authorized user shall no longer have any right to access or use the 
subscription).  
 

2. Except as expressly provided herein, no part of JnaaS may be copied, reproduced, 
distributed, republished, downloaded, displayed, posted or transmitted in any form 
or by any means, including but not limited to electronic, mechanical, photocopying, 
recording, or other means.  

 
3. Client agrees to make every reasonable effort to prevent unauthorized third parties 

from accessing JnaaS.  

 
4. Client agrees to provide any notices and obtain any consents related to Client’s 

use of JnaaS and Aeon Nexus’ provision of JnaaS, including those related to the 
collection, use, processing, transfer and disclosure of personal information. Client 
shall have sole responsibility for the accuracy, quality, integrity, legality, reliability, 
appropriateness and ownership of all of Client’s Data. 
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2. Pricing and Compensation.  

a. Software as a Service Fee. Client shall pay Aeon Nexus the standard annual software-as-a-
service subscription fee set forth in Client’s purchase order for each named user that has been 
granted access to JnaaS. Any subsequent purchase orders will reflect Aeon Nexus rates then in 
effect.  

b. Fees and Taxes. Client agrees to pay for all JnaaS subscriptions and Services as set forth herein 
without offset. All fees due under the Agreement are noncancelable and the sums paid 
nonrefundable. Client agrees to pay any sales, value-added or other similar taxes imposed by 
applicable law that Aeon Nexus must pay based on JnaaS, except for taxes based on Aeon 
Nexus’ income.   
 

3. Term and Termination.  

a. Term. This Agreement shall be effective upon the date the first user is granted a password for 
any Client access, and shall continue for the period specified in Client’s purchase order. 
Thereafter, this Agreement may be renewed by making a new purchase order for the length of 
time specified in the new purchase order. Services provided under this Agreement shall be 
provided for the term of this Agreement. At the end of the term and any renewals, all rights to 
access or use the Services, including JnaaS, shall end.  

b. Termination. Either party may terminate this Agreement at the scheduled expiration of the term 
then in effect by giving written notice at least thirty (30) days prior to the expiration date.   

c. Termination for Failure to Correct a Default. If either Aeon Nexus or Client breaches a material 
term of the Agreement and fails to correct the breach within 30 days of written specification of the 
breach, then the breaching party is in default and the non-breaching party may terminate the 
Agreement. If Aeon Nexus ends the Agreement as specified in the preceding sentence, Client 
must pay within 30 days all amounts which have accrued prior to such end, as well as all sums 
remaining unpaid for the Services plus related taxes and expenses. The non-breaching party may 
agree in its sole discretion to extend the 30 day period for so long as the breaching party continues 
reasonable efforts to cure the breach. Client agrees that if Client is in default under the Agreement, 
Client may not use JnaaS.  In addition, Aeon Nexus may immediately suspend Client’s password, 
account, and access to or use of JnaaS (i) if Client fail to pay Aeon Nexus as required under the 
Agreement and does not cure within the first ten days of the 30 day cure period, or (ii) if Client 
violates any provision within section 1 of this Agreement. Aeon Nexus may terminate JnaaS 
hereunder if any of the foregoing is not cured within 30 days after Aeon Nexus’ initial notice 
thereof. Any suspension by Aeon Nexus of JnaaS under this paragraph shall not excuse Client 
from Client’s obligation to make payment(s) under the Agreement.  

d. Access to Client Data. At Client’s request, and for a period of up to 7 days after the termination 
of this Agreement, Aeon Nexus may, in Aeon Nexus sole discretion, permit Client to access JnaaS 
solely to the extent necessary for Client to retrieve a file of Client’s Data in the then JnaaS 
environment. Client agrees and acknowledges that Aeon Nexus has no obligation to retain 
Client’s Data and that Client’s Data may be irretrievably deleted after 7 days following the 
termination of the Agreement.  

e. Survival. Provisions that survive termination or expiration of the Agreement are those relating to 
limitation of liability, infringement indemnity, payment, and others which by their nature are 
intended to survive.  
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4. Warranty, Disclaimers and Exclusive Remedies.  

a. Warranty. Aeon Nexus warrants that JnaaS will perform in all material respects in accordance 
with the following Services policies:   
 

Aeon Nexus Corporation offers 24/7 portal-based online support for subscription users 
with this Agreement. Support includes break/fix issues for functionality as delivered to 
Specification and regular schedule system maintenance.  Support for system 
enhancements or break/fix beyond delivered Specifications can be address on a time and 
materials basis. 
 
Scheduled system maintenance will take place after hours between 12:00 a.m. 6:00 a.m. 
EST. If additional downtime is required, Client will be notified via email outlining the 
maintenance downtime.  

  
If JnaaS provided to Client for any given month during the Services term are not performed as 
warranted, Client must provide written notice to Aeon Nexus no later than five business days after 
the last day of that particular month.  

b. Disclaimer. TO THE EXTENT NOT PROHIBITED BY LAW, THE ABOVE WARRANTY IS 
EXCLUSIVE AND THERE ARE NO OTHER EXPRESS OR IMPLIED WARRANTIES OR 
COVENANTS BY AEON NEXUS INCLUDING FOR HARDWARE, SYSTEMS, NETWORKS OR 
ENVIRONMENTS OR FOR MERCHANTABILITY, SATISFACTORY QUALITY AND FITNESS 
FOR A PARTICULAR PURPOSE. AEON NEXUS DOES NOT GUARANTEE THAT THE 
SERVICES WILL BE PERFORMED ERROR-FREE OR UNINTERRUPTED, OR THAT AEON 
NEXUS WILL CORRECT ALL SERVICES ERRORS. CLIENT ACKNOWLEDGES THAT AEON 
NEXUS DOES NOT CONTROL THE TRANSFER OF DATA OVER COMMUNICATIONS 
FACILITIES, INCLUDING THE INTERNET, AND THAT THE SERVICE MAY BE SUBJECT TO 
LIMITATIONS, DELAYS, AND OTHER PROBLEMS INHERENT IN THE USE OF SUCH 
COMMUNICATIONS FACILITIES. AEON NEXUS IS NOT RESPONSIBLE FOR ANY DELAYS, 
DELIVERY FAILURES, OR OTHER DAMAGE RESULTING FROM SUCH PROBLEMS.  

 

5. Indemnification. If a third party makes a claim against either Client or Aeon Nexus (“Recipient” which 
may refer to Client or Aeon Nexus depending upon which party received the Material), that any 
information, design, specification, instruction, software, service, data, or material (“Material”) furnished 
by either Client or Aeon Nexus (“Provider” which may refer to Client or Aeon Nexus depending on which 
party provided the Material), and used by the Recipient infringes its intellectual property rights, to the 
extent permitted by law the Provider, at its sole cost and expense, will defend the Recipient against the 
claim and indemnify the Recipient from the damages, liabilities, costs and expenses awarded by the court 
to the third party claiming infringement or the settlement agreed to by the Provider, if the Recipient does 
the following: (a) notifies the Provider promptly in writing, not later than 30 days after the Recipient 
receives notice of the claim (or sooner if required by applicable law); (b) gives the Provider sole control 
of the defense and any settlement negotiations; and (c) gives the Provider the information, authority, and 
assistance the Provider needs to defend against or settle the claim.  

  
If the Provider believes or it is determined that any of the Material may have violated a third party’s 
intellectual property rights, the Provider may choose to either modify the Material to be non-infringing 
(while substantially preserving its utility or functionality) or obtain a license to allow for continued use, or if 
these alternatives are not commercially reasonable, the Provider may require return of the applicable 
Material and refund any unused, prepaid fees the Recipient may have paid to the other party for such 
Material.  

  
The Provider will not indemnify the Recipient if the Recipient alters the Material or uses it outside the 
scope of use identified in the Provider’s user documentation or services policies. The Provider will not 
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indemnify the Recipient to the extent that an infringement claim is based upon any information, design, 
specification, instruction, software, data, or material not furnished by the Provider. Aeon Nexus will not 
indemnify Client to the extent that an infringement claim is based upon the combination of any Material 
with any products or services not provided by Aeon Nexus. Aeon Nexus will not indemnify Client for 
infringement caused by Client’s actions against any third party if JnaaS as delivered to Client and used in 
accordance with the terms of the Agreement would not otherwise infringe any third party intellectual 
property rights. Aeon Nexus will not indemnify Client for any infringement claim that is based on: (1) a 
patent that Client was made aware of prior to the date of the Agreement (pursuant to a claim, demand, or 
notice); or (2) Client’s actions prior to the date of the Agreement. This section provides the parties’ 
exclusive remedy for any infringement claims or damages.  

  

6. Nondisclosure. By virtue of the Agreement, the parties may have access to information that is 
confidential to one another (“Confidential Information”). Each of the parties agrees to disclose only 
information that is required by law and for the performance of its obligations under the Agreement. 
Confidential information shall be limited to the terms and pricing under the Agreement, Client’s Data 
residing in the JnaaS environment, and all information clearly identified as confidential at the time of 
disclosure.  

  
A party’s confidential information shall not include information that: (a) is or becomes a part of the public 
domain through no act or omission of the other party; (b) was in the other party’s lawful possession prior 
to the disclosure and had not been obtained by the other party either directly or indirectly from the 
disclosing party; (c) is lawfully disclosed to the other party by a third party without restriction on the 
disclosure; or (d) is independently developed by the other party.  

  
Each of the parties agrees to hold each other’s confidential information in confidence for a period of three 
years from the date of disclosure. Also, each of the parties agrees to disclose confidential information only 
to those employees or agents who are required to protect it against unauthorized disclosure in a manner 
no less protective than under the Agreement. Nothing shall prevent either party from disclosing the 
confidential information to a governmental entity as required by law.  

7. Limitation of Liability. NEITHER PARTY SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, 
SPECIAL, PUNITIVE, OR CONSEQUENTIAL DAMAGES, OR ANY LOSS OF REVENUE OR PROFITS 
(EXCLUDING FEES UNDER THE AGREEMENT), DATA, OR DATA USE, EVEN IF ADVISED OF THE 
POSSIBILITY OF SUCH DAMAGES. AEON NEXUS’ MAXIMUM LIABILITY FOR ANY DAMAGES 
ARISING OUT OF OR RELATED TO THIS AGREEMENT, WHETHER IN CONTRACT OR TORT, OR 
OTHERWISE, SHALL IN NO EVENT EXCEED, IN THE AGGREGATE, THE TOTAL AMOUNTS 
ACTUALLY PAID TO AEON NEXUS FOR THE SERVICES HEREUNDER IN THE TWELVE (12) 
MONTH PERIOD IMMEDIATELY PRECEDING THE EVENT GIVING RISE TO SUCH CLAIM. ANY 
DAMAGE AWARD IN CLIENT’S FAVOR AGAINST AEON NEXUS SHALL BE REDUCED BY ANY 
REFUND OR CREDIT RECEIVED BY CLIENT UNDER THE AGREEMENT AND ANY SUCH REFUND 
AND CREDIT SHALL APPLY TOWARDS THE LIMITATION OF LIABILITY.  

  

8. Force Majeure. Neither party hereto shall be responsible for failure or delay of performance if caused 
by: an act of war, hostility, or sabotage; act of God; electrical, internet, or telecommunication outage that 
is not caused by the obligated party; government restrictions (including the denial or cancellation of any 
export or other license); other event outside the reasonable control of the obligated party. Each of the 
parties will use reasonable efforts to mitigate the effect of a force majeure event. If such event continues 
for more than 30 days, either of the parties may cancel unperformed Services upon written notice. This 
section does not excuse either party’s obligation to take reasonable steps to follow its normal disaster 
recovery procedures or Client’s obligation to pay for JnaaS.  

 

9. Client’s Data. Aeon Nexus will protect the confidentiality of Client’s Data residing in the JnaaS 
environment in accordance with the Aeon Nexus Data Security Policy.  
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10. Restrictions on Use of JnaaS. Client agrees not to use or permit use of JnaaS, including by uploading, 
emailing, posting, publishing or otherwise transmitting any material, for any purpose that may (a) menace 
or harass any person or cause damage or injury to any person or property, (b) involve the publication of 
any material that is false, defamatory, harassing or obscene, (c) violate privacy rights or promote bigotry, 
racism, hatred or harm, (d) constitute unsolicited bulk e-mail, “junk mail”, “spam” or chain letters; € 
constitute an infringement of intellectual property or other proprietary rights, or (f) otherwise violate 
applicable laws, ordinances or regulations. In addition to any other rights afforded to Aeon Nexus under 
the Agreement, Aeon Nexus reserves the right to remove or disable access to any material that violates 
the foregoing restrictions. Aeon Nexus shall have no liability to Client in the event that Aeon Nexus takes 
such action. Client agrees to defend and indemnify Aeon Nexus against any claim arising out of a violation 
of Client’s obligations under this section.  

 

11. Statistical Information. Aeon Nexus may compile statistical information related to the performance of 
JnaaS. Aeon Nexus may make such information publicly available, provided that such information does 
not incorporate identify Client’s confidential information or include Client’s company’s name. Aeon Nexus 
retains all intellectual property rights in such information.  

 

12. Other.  

a. No Assignment. Client may not assign this Agreement, give or transfer JnaaS or an interest in 
them to another individual or entity, or delegate the duties provided for under the terms of this 
Agreement without the prior written consent of Aeon Nexus, which consent Aeon Nexus may 
withhold in the exercise of its absolute discretion. All terms and provisions of this Agreement shall 
be binding upon and inure to the benefit of the parties hereto and their respective permitted 
transferees, successors and assigns.  

b. Status of the Parties. Aeon Nexus is an independent contractor and, the parties agree that no 
partnership, joint venture, or agency relationship exists between them. Nothing in this Agreement 
shall be construed in any manner as to make either party the agent or legal representative of the 
other party for any purpose whatsoever.  

c. Consents. Client shall obtain at Client’s sole expense any rights and consents from third parties 
necessary for Aeon Nexus to perform the Services under the Agreement.  

d. Notices. If Client has a dispute with Aeon Nexus or if Client wishes to provide a notice under the 
Indemnification sections of this Agreement or the above Contract, or if Client becomes subject to 
insolvency or other similar legal proceedings, Client will promptly send written notice to: Aeon 
Nexus at the address set forth in the preamble to this Agreement. Aeon Nexus may give notice 
applicable to Aeon Nexus software as a service client base by means of a general notice on the 
Aeon Nexus portal for JnaaS, and notices specific to Client by electronic mail to Client’s e-mail 
address on record in Aeon Nexus account information or by written communication sent by first 
class mail or pre-paid post to Client’s address on record in Aeon Nexus ‘account information.  

e. Limitation of Action. Except for actions for nonpayment or breach of Aeon Nexus proprietary 
rights, no action, regardless of form, arising out of or relating to the Agreement may be brought 
by either party more than two years after the cause of action has accrued.  

f. Audit. Aeon Nexus may audit Client’s use of JnaaS. Client agrees to cooperate with Aeon Nexus’ 
audit and provide reasonable assistance and access to information. Any such audit shall not 
unreasonably interfere with Client’s normal business operations. Client agrees to pay within 30 
days of written notification any fees applicable to Client’s use of JnaaS in excess of Client’s rights. 
If Client does not pay, Aeon Nexus can end Client’s JnaaS and/or the Agreement. Client agrees 
that Aeon Nexus shall not be responsible for any of Client’s costs incurred in cooperating with the 
audit.  

  
END OF EXHIBIT A1: JUSTICENEXUS AS A SERVICE AGREEMENT
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\ 
EXHIBIT B: RATES (5pages) 

 
 

Cost Breakdown 
 

 Schedule # 1st year Cost 5-year Cost 
Licensing Fees  

Turnkey Solution 2 $ 603,699.80 $ 3,018,499.00 
300 TB additional Azure Blob 
Storage 

 
2 

 
$ 67,500.00 

 
$ 337,500.00 

Up to 25,000 Portal logins/mo 2 $ 96,000.00 $ 480,000.00 
TOTAL $ 767,199.80 $ 3,835,999.00 

    

Implementation    

Implementation Services 3 $ 1,236,650.00 $ 1,236,650.00 
Data Conversion & Interfaces Est. 3 $ 526,125.00 $ 526,125.00 
Customizations/Custom Reports 3   

Training 4 $ 82,800.00 $ 82,800.00 
Travel and other Costs 6   

TOTAL $ 1,845,575.00 $ 1,845,575.00 
 

TOTAL COST $ 2,612,774.80 $ 5,681,574.00 

 
Final Submitted Cost – Exhibit B: Cost Proposal 

 
Schedule 1: Summary 
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Schedule 2: Licensing Fees 
 

 
 

Schedule 3: Professional Services 
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Schedule 4: Training Costs 
 

 
 

Remainder of page intentionally left blank. 
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Schedule 5: Maintenance and Support 
 

 
 

Schedule 6: Travel & Other Costs 
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Invoicing Schedule 
 

The County will be invoiced based on the following schedule for implementation. 
 

Invoice Description Amount 
1 Kickoff $26,000.00 
2 Configure (Environment Setup) $99,375.00 
3 Discovery (Requirements Gathering) $288,000.00 
4 Architecture/Design $102,300.00 
5 Development Iteration 1 

(Build/Migration/Integration) 
$230,175.00 

6 Development Iteration 2 
(Build/Migration/Integration) 

$230,175.00 

7 Development Iteration 3 
(Build/Migration/Integration) 

$230,175.00 

8 Development Iteration 4 
(Build/Migration/Integration) 

$230,175.00 

9 UAT Training/UAT $279,000.00 
10 End User Training $82,800.00 
11 Go-Live (including post go-live 

support) 
$47,400.00 

 
The County will be invoiced per user annually ($8,270.00 per licensed user) for access prior to UAT. 

 
 

END OF EXHIBIT B: RATES 
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EXHIBIT C: PIMA COUNTY LICENSED SOFTWARE / SaaS STANDARD TERMS & CONDITIONS (5 pages) 
 

1. PURPOSE 

1.1. Aeon Nexus will provide annual, subscription-based, Cloud-hosted access to JusticeNexus to named 
County named users. 

1.2. Aeon Nexus will provide ongoing Services to support end-users to ensure JusticeNexus is functioning 
according to delivered Specifications. 

1.3. Any Addendum entered into by the parties is incorporated into and forms a part of this Agreement. No 
change in the scope of project, fee arrangements, or other provisions of an Addendum will be effective 
unless and until each party accepts such change through a written change order. No Addendum will 
be construed to amend this main body of this Agreement. 

2. CONFIDENTIALITY 

2.1. Confidential Information. To the extent permitted by law, “Confidential Information” refers to the 
following items County discloses to Contractor: (a) any document County marks “confidential”; (b) any 
information County orally designates as “confidential” at the time of disclosure, provided County 
confirms such designation in writing within 15 business days; (c) and all personal identifying 
information protected by A.R.S. § 44- 1373, whether or not marked “confidential.” County’s 
Confidential Information also includes (d) any other nonpublic, sensitive information Contractor should 
reasonably consider as otherwise confidential. Notwithstanding the foregoing, Confidential Information 
does not include information that: 
(i) is in Contractor’s possession at the time of disclosure; (ii) is independently developed by Contractor 
without use of or reference to Confidential Information; (iii) becomes known publicly, before or after 
disclosure, other than as a result of Contractor’s improper action or inaction; or (iv) is approved for 
release in writing by County. 

2.2. Nondisclosure. Contractor will not use Confidential Information for any purpose other than to facilitate 
the provision of products and services to County pursuant to this Agreement. Contractor: (a) will not 
disclose Confidential Information to any employee or contractor of Contractor unless such person 
needs access for such purpose and, in the case of Contractor’s employees and contractors, is subject 
to a nondisclosure agreement with Contractor/Contractor with terms no less restrictive than those of 
this Agreement; and (b) will not disclose Confidential Information to any other third party without 
County’s prior written consent. Without limiting the generality of the foregoing, Contractor will protect 
Confidential Information with the same degree of care it uses to protect its own confidential information 
of similar nature and importance, but with no less than reasonable care. Contractor will promptly notify 
County of any misuse or misappropriation of Confidential Information that comes to Contractor’s 
attention. Notwithstanding the foregoing, Contractor may disclose Confidential Information as required 
by applicable law or by proper legal or governmental authority. Contractor will give County prompt 
notice of any such legal or governmental demand and reasonably cooperate with County in any effort 
to seek a protective order or otherwise to contest such required disclosure, at County’s expense. 

2.3. Termination & Return. Upon termination or completion of this Agreement, Contractor will return all 
copies of Confidential Information to County or will destroy such data and confirm destruction in in 
writing in a timely manner not to exceed 60 calendar days. 

2.4. Retention of Rights. This Agreement does not transfer ownership of Confidential Information or grant 
a license thereto, unless this Agreement specifically provides to the contrary. County will retain all 
right, title, and interest in and to all Confidential Information. 

3. DATA MANAGEMENT & SECURITY. 

3.1. Contractor recognizes and agrees that Project Data may contain personally identifiable information or 
other private information, even if the presence of such information is not labeled or disclosed. An 
Addendum may waive or modify the obligations of this Section with respect to the subject matter of 
such Addendum. 



 

Page 59 

 

3.2. Data Management. 

3.2.1. Access, Use, & Legal Compulsion. Unless it receives County’s prior written consent, 
Contractor: (i) will not access, process, or otherwise use Project Data other than as 
necessary to perform as required in this Agreement; (ii) will not give any of its employees 
access to Project Data except to the extent that such individual needs access to facilitate 
the provision of products and services to County pursuant to this Agreement and is subject 
to a reasonable written agreement with Contractor protecting such data, with terms 
reasonably consistent with those of this Section (Data Management) and of Section (Data 
Security) below; and (iii) will not give any unnecessary third party access to Project Data, 
including without limitation Contractor’s other customers, except subcontractors subject to 
Subsection below. Notwithstanding the foregoing, Contractor may disclose Project Data as 
required by applicable law or by proper legal or governmental authority. Contractor will give 
County prompt notice of any such legal or governmental demand and reasonably cooperate 
with County in any effort to seek a protective order or otherwise to contest such required 
disclosure, at County’s expense. 

3.2.2. County’s Rights. County possesses and retains all right, title, and interest in and to Project 
Data, and Contractor’s use and possession thereof is solely on County’s behalf. County may 
access and copy any Project Data in Contractor’s possession at any time, and Contractor 
will reasonably facilitate such access and copying promptly after County’s request. The 
parties recognize and agree that Contractor is a Bailee for hire with respect to Project Data. 

3.2.3. Handling, Retention, & Deletion. Contractor will not erase Project Data, or any copy thereof, 
during the Subscription Term without County’s prior written consent and will follow any 
written instructions from County regarding retention and erasure of Project Data during the 
Subscription Term. Unless prohibited by applicable law, Contractor will purge all systems 
under its control of all Project Data at such time as County may request or at which time the 
Subscription Term ends. Promptly after erasure, Contractor will certify such erasure to County 
in writing. In purging or erasing Project Data as required by this Agreement, Contractor will 
leave no data recoverable on its computers or other media, to the maximum extent 
commercially feasible. Finally, Contractor will not transfer Project Data outside the 
continental United States of America, including Alaska and Hawaii (the “Approved Region”) 
without County’s prior written consent. Contractor’s obligations set forth in this Subsection 
(without limitation) apply likewise to Contractor’s successors, including without limitation any 
trustee in bankruptcy. 

3.2.4. Subcontractors. Contractor will not permit any subcontractor to access Project Data except 
to the extent that such subcontractor needs access to facilitate the provision of products and 
services to County pursuant to this Agreement and is subject to a written contract with 
Contractor protecting the data, with terms reasonably consistent with those of this 
Agreement as applied to subcontractor employees. Contractor will exercise reasonable 
efforts to ensure that each subcontractor complies with all of the terms of this Agreement 
related to Project Data. As between Contractor and County, Contractor will pay any fees or 
costs related to each subcontractor’s compliance with such terms, including without limitation 
terms governing audits and inspections. 

3.2.5. Applicable Law. Contractor will comply with all applicable laws and regulations governing 
the handling of Project Data and will not engage in any activity related to Project Data that 
would place County in violation of any applicable law or regulation. 

3.3. Data Security. 

3.3.1. Pima County data in a hosted solution must be stored in a data center located within the 
continental United States  

3.3.2. Contractor will exercise commercially reasonable efforts to prevent unauthorized exposure 
or disclosure of Project Data and will observe any data security procedures set forth in the 
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applicable Addendum. 

3.3.3. DataSec Program. Contractor will maintain, implement, and comply with a written data 
security program (the “DataSec Program”) that requires commercially reasonable policies 
and procedures to ensure compliance with this Section 5.2 and with Section 5.1 above (Data 
Management). The DataSec Program’s policies and procedures will contain administrative, 
technical, and physical safeguards, including without limitation: (i) guidelines on the proper 
disposal of Project Data after it is no longer needed to carry out the purposes of the 
Agreement; (ii) access controls on electronic systems used to maintain, access, or transmit 
Project Data; (iii) access restrictions at physical locations containing Project Data; (iv) 
encryption of electronic Project Data; (v) dual control procedures; (vi) testing and monitoring 
of electronic systems; and (vii) procedures to detect actual and attempted attacks on or 
intrusions into the systems containing or accessing Project Data. Contractor will review the 
DataSec Program and all other Project Data security precautions regularly, but no less than 
annually, and update and maintain them to comply with applicable laws, regulations, 
technology changes, and best practices. 

3.3.4. Employee Background Checks. Contractor will not allow any of its employees or 
subcontractor personnel to access Project Data except to the extent that such individual has 
received a clean report with regard to each of the following: (i) verifications of education and 
work history; (ii) a 7-year all residence criminal offender record information check; and (iii) a 
7-year federal criminal offender record information check. (A clean report refers to a report 
with no discrepancies in education or work history and no criminal investigations or 
convictions related to felonies or to crimes involving identity theft or other misuse of sensitive 
information.) However, the requirements of the preceding sentence will not apply to the 
extent forbidden by applicable law. 

4. Data Breaches. Contractor will implement and maintain a program for managing actual or suspected 
Data Breaches. In the event of a Data Breach, or in the event that Contractor suspects a Data Breach, 
Contractor will (i) promptly notify County by telephone or in person and (ii) cooperate with County 
and law enforcement agencies, where applicable, to investigate and resolve the Data Breach, 
including without limitation by providing reasonable assistance to County in notifying injured third 
parties. In addition, Contractor will provide 1 year of credit monitoring service to any affected 
individual, unless the Data Breach resulted from County’s act or omission. Contractor will give 
County prompt access to such records related to a Data Breach as County may reasonably request; 
provided such records will be Contractor’s Confidential Information, and Contractor will not be 
required to provide County with records belonging to, or compromising the security of its other 
customers. The provisions of this Agreement do not limit County’s other rights or remedies, if any, 
resulting from a Data Breach.RIGHT TO AUDIT. 

4.1. During the Term, and for a period of five (5) years thereafter, or such longer period as may be required 
by any law, rule, or regulation applicable to County, Contractor shall maintain and provide, and shall 
ensure that its subcontractors maintain and provide, access, electronic or otherwise, to complete and 
accurate books, records, documents, data (specifically excluding County Data), and information 
relating to Contractor’s performance (and any Contractor subcontractor’s performance) pursuant to 
this Agreement, (the “Records”). 

4.2. All such records, documents, data and information shall be maintained in such form (for example, in 
paper or electronic form) as County may reasonably direct. County shall have the right, during 
business hours, at its own expense (except as otherwise provided herein), and upon ten (10) days’ 
notice (except to the extent County is unable, using commercially reasonable efforts, to provide such 
notice and comply with applicable law or the requests of legal authorities), to audit, review, and copy 
the Records for any reasonable business purpose. 

4.3. Contractor shall provide to County such assistance as it reasonably requires in connection with audits 
or examinations pursuant to this Section. Contractor shall reasonably cooperate with County and its 
designees in connection with audit functions and with regard to examinations by legal authorities, if 
required. 
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4.4. If any audit or examination reveals that Contractor’s invoices for the audited period are not correct, 
Contractor shall promptly reimburse County for the amount of any overcharges plus an additional 
amount equal to five percent (5%) of the amount of any overcharge, or County shall promptly pay 
Contractor for the amount of any undercharges subject to the terms of the Agreement. Any amounts 
unpaid by Contractor may be set-off by County against any other amounts that may be due to 
Contractor under the Agreement. 

4.5. If any audit reveals a discrepancy of more than five percent (5%) of the invoiced amount for any period 
audited or any non-trivial breach(s) of Contractor’s obligation to timely and properly provide and 
perform the Services, Contractor shall bear the cost of such audit. 

4.6. Nothing in the Agreement shall limit or restrict the rights of either party in discovery proceedings 
pursuant to any civil litigation or governmental, regulatory or criminal proceeding. 

5. CONTRACTOR’S WARRANTIES 

5.1. Preexisting Confidential Information. Contractor represents and warrants that it has, before the 
effective date, maintained confidential and secret any Confidential Information and protected any 
Project Data as required by this Agreement. 

5.2. Intellectual Property. Contractor represents and warrants that neither the Services nor any Licensed 
Software, SaaS, or Deliverable will infringe a patent, copyright, trade secret, or other intellectual 
property right of any third party, and that it has and will maintain the full power and authority to grant the 
intellectual property rights set forth in this Agreement without the further consent of any third party, 
including without limitation Contractor’s employees and contractors. In case the use of any portion of a 
Deliverable, Licensed Software, or SaaS is enjoined, Contractor will, at its own expense: 
(a) procure for County the right to continue use of the Deliverable, Licensed Software, or SaaS; (b) 
replace the Deliverable, Licensed Software, or SaaS with a non-infringing version of comparable 
functionality; or if County consents in writing, (c) issue a full refund of fees paid pursuant to such 
Addendum. The preceding sentence does not limit any County right to recover fees paid pursuant to 
other Addendums where products or services provided thereunder are compromised or of reduced 
value as a result of the breach of warranty. 

5.3. No Viruses. Contractor represents and warrants that the Deliverables, Licensed Software, SaaS, and 
any other software used or provided by Contractor, as well as any media used to distribute or support 
them, will contain no viruses or other computer instructions or technological means intended to disrupt, 
damage, or interfere with the use of computers or related systems. 

5.4. Disclaimer. EXCEPT AS SPECIFICALLY SET FORTH IN THIS AGREEMENT, CONTRACTOR 
OFFERS NO WARRANTIES OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING WITHOUT 
LIMITATION IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR 
PURPOSE. 

6. SURVIVAL & DATA RETURN. The following provisions of this Agreement will survive any expiration or 
termination of this Agreement: Sections 4, 5.1, 5.2 (to the extent, if any, that Contractor retains Project Data), 
6, and 9, as well as any provision that must survive to fulfill its essential purpose.. Promptly after termination 
or expiration of an Addendum or of this Agreement, Contractor will return to County all Project Data and all 
other County data and permanently erase all copies thereof; provided the terms of an Addendum may alter 
the requirements of this sentence. 

7. SERVICE LEVELS & MAINTENANCE 

7.1. Licensed Software Maintenance. Except to the extent that a Software/SaaS Addendum provides to 
the contrary: 

7.1.1. Maintenance. During the term of this Agreement, during the Subscription Term, Contractor 
will maintain the SaaS so that they perform in material compliance with their Specifications. 

7.1.2. Updates & Upgrades. During the term of this Agreement, and during the Subscription Term, 
Contractor will provide County with copies of all new versions, updates, and upgrades of the 
SaaS solution (collectively, “Upgrades”), without additional charge, promptly after 
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commercial release.  

7.2. SaaS Service Level Agreement. Except to the extent that a Software/SaaS Addendum provides to the 
contrary: 

7.2.1. Service Level Agreement. During the term of this Agreement, Contractor will maintain the 
SaaS so that it performs according to its Specifications during 99.9% of each calendar 
month, within the constraints of the Cloud platform uptime. 

7.2.2. Updated SaaS: Contractor will ensure that SaaS receives all updates and upgrades 
Contractor provides to its customers generally. 

8. TIMING OF MAINTENANCE FEES & SAAS SUBSCRIPTIONS. 

8.1. Notwithstanding any provision of an Addendum to the contrary: 

8.1.1. No fees for Services of Licensed Software or SaaS, including without limitation for Upgrades 
(as defined in Subsection 10.1.2 above), will accrue before User Acceptance Testing (UAT) 
(as defined below); and 

8.1.2. No period before UAT will be counted against the time covered by any maintenance 
period. 

8.2. Unless the applicable Software/SaaS Addendum provides to the contrary: 

8.2.1. No fees for use of SaaS will accrue before UAT, and 

8.2.2. No period before UAT will be counted against the time covered by any SaaS subscription fees. 

8.3. This Section 8 limits the potential periods of maintenance and of SaaS subscriptions and will not be 
construed to extend or otherwise define such periods. “UAT” refers to the earlier of Acceptance of the 
Licensed Software or SaaS or County’s first use of the Licensed Software or SaaS in the TEST 
environment. 

9. FUNCTIONALITY & RELATED WARRANTIES. Except to the extent that a Software/SaaS Addendum 
provides to the contrary: 

9.1. SaaS Warranties. Contractor warrants that the SaaS will materially conform to its Specifications The 
preceding sentence: (a) does not limit any County right to recover fees paid pursuant to other 
Addendums where products or services provided thereunder are compromised or of reduced value as 
a result of the breach of warranty; and (b) does not limit any service level commitments set forth in 
Subsection 10.1.1 above or in a Software/SaaS Addendum. 

9.2. Supporting Services. Contractor represents and warrants that it will provide any service that supports 
Licensed Software or SaaS, including without limitation maintenance services, in a professional and 
workmanlike manner. 

 
 

END OF EXHIBIT C: LICENSED SOFTWARE/SAAS STANDARD TERMS & CONDITION
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EXHIBIT D: FEDERAL REGULATION COMPLIANCE (4 pages) 
 

1. Source of Funds. Contract is being paid for with Federal grant funds, including Department of Labor 
Comprehensive and Accessible Reemployment Through Equitable Employment Recovery National 
Dislocated Worker Grant and the Department of Treasury American Rescue Plan Act, Coronavirus State and 
Local Fiscal Recovery Funds. 

2. Laws and Regulations. 

2.1. Compliance with Laws. Contractor will comply with all applicable federal, state, and local laws, rules, 
regulations, standards and Executive Orders and Contractor will provide for such compliance by other 
parties in any agreements it enters into relating to this award. Where specific grant regulations conflict 
with other pertinent regulations, the more stringent or conservative regulations will be followed. For 
example, if the two separate Federal grants have differing periods of performance the period with the 
nearest end date will be primary. Federal regulations applicable to this award include without limitation, 
the following: 

2.1.1. Uniform Administrative Requirements, Cost Principles, and Audit Requirements for Federal 
Awards, 2 C.F.R. Part 200, other than such provisions as Treasury may determine are 
inapplicable to this Award and subject to such exceptions as may be otherwise provided by 
Treasury. Subpart F – Audit Requirements of the Uniform Guidance, implementing the 
Single Audit Act, shall apply to this award. 

2.1.2. Contractor agrees to comply with the requirements of section 602 of the ARPA CLRF Act, 
regulations adopted by Treasury pursuant to section 603(f) of the Act, and guidance issued 
by Treasury regarding the foregoing. 

2.1.3. Universal Identifier and System for Award Management (SAM), 2 C.F.R. Part 25, pursuant 
to which the award term set forth in Appendix A to 2 C.F.R. Part 25 is hereby incorporated 
by reference 

2.1.4. OMB Guidelines to Agencies on Governmentwide Debarment and Suspension 
(Nonprocurement), 2 C.F.R. Part 180, including the requirement to include a term or 
condition in all lower tier covered transactions (contracts and subcontracts described in 2 
C.F.R. Part 180, subpart B) that the award is subject to 2 C.F.R. Part 180 and Treasury’s 
implementing regulation at 31 C.F.R. Part 19. 

2.1.5. Recipient Integrity and Performance Matters, pursuant to which the award term set forth in 
2 C.F.R. Part 200, Appendix XII to Part 200 is hereby incorporated by reference. 

2.1.6. Governmentwide Requirements for Drug-Free Workplace, 31 C.F.R. Part 20. 

2.1.7. New Restrictions on Lobbying, 31 C.F.R. Part 21. 

2.1.8. Uniform Relocation Assistance and Real Property Acquisitions Act of 1970 (42 U.S.C. §§ 
4601-4655) and implementing regulations. 

2.1.9. Generally applicable federal environmental laws and regulations. 

2.2. Reporting. Contractor agrees to comply with any reporting obligations by Treasury or by the 
Department of Labor as they relate to these awards. 
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2.3. Maintenance of and Access to Records. 

a) Contractor shall maintain records and financial documents sufficient to evidence compliance with 
section 602(c) of the ARPA CLRF Act, Treasury’s regulations implementing that section and 
guidance issued by Treasury regarding the foregoing. 
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b) The Treasury Office of Inspector General and the Government Accountability Office, or their 

authorized representatives, shall have the right of access to records (electronic and otherwise) of 
Proposer in order to conduct audits or other investigations. 

c) Records shall be maintained by Contractor for a period of five (5) years after all funds have been 
expended. 

2.4. Pre-award Costs. Pre-award costs, as defined in 2 C.F.R. 200.458, may not be paid with funding from 
these awards. 

2.5. Conflict of Interest. Contractor understands and agrees it must maintain a conflict of interest policy 
consistent with 2 C.F.R. 200.3189(c) and that such conflict of interest policy is applicable to each 
activity funded under this contract. Contractors must disclose in writing to Treasury or the pass-through 
entity, as appropriate, any potential conflict of interest affecting the awarded funds in accordance with 
2 C.F.R. 200 200.112. 

2.6. Remedial Actions. In the event of a Contractor’s noncompliance with section 603 of the Act, other 
applicable laws, Treasury’s implementing regulations, guidance, or any reporting or other program 
requirements, Treasury may impose additional conditions on the receipt of a subsequent tranche of 
future award funds, if any, or take other available remedies as set forth in 2 C.F.R. 200.339. In the 
case of a violation of section 603(c) of the Act regarding use of funds, previous payments shall be 
subject to recoupment as provided in section 603(e) of the Act. 

2.7. False Statements. Contractor understands that making false statements or claims in connection with 
this award is a violation of federal law and may result in criminal, civil, or administrative sanctions, 
including fines, imprisonment, civil damages, and penalties, debarment from participating in federal 
awards or contracts, and/or any other remedy available by law. 

2.8. Publications. Any publication produced with funds from this award must display the following language: 
“This project [is being] [was] supported, in whole or in part, by federal award number [enter project 
FAIN] awarded to [name of Contractor] by the U.S. Department of Treasury.” 

2.9. Debts Owed the Federal Government. 

a) Any funds paid to Contractor (1) in excess of the amount to which Contractor is finally determined 
to be authorized to retain under the terms of this award; (2) that are determined by the Treasury 
Office of Inspector General to have been misused; or (3) that are determined by Treasury to be 
subject to repayment obligation pursuant to section 603(e) of the Act and have not been repaid by 
Contractor shall constitute a debt to the federal government. 

b) Any debts determined to be owed the federal government must be paid promptly by Contractor. A 
debt is delinquent if it has not been paid by the date specified in Treasury’s initial written demand 
for payment, unless other satisfactory arrangements have been made or if the Contractor 
knowingly or improperly retains funds that are a debt as defined in paragraph 149(a). Treasury will 
take any actions available to it to collect such a debt. 

2.10. Contractor shall comply with Title VI of the Civil Rights Act of 1964, which prohibits recipients of federal 
financial assistance from excluding from a program or activity, denying benefits of, or otherwise 
discriminating against a person on the basis of race, color, or national origin (42 U.S.C. § 2000d et 
seq.), as implemented by the Department of the Treasury’s Title VI regulations, 31 CFR Part 22, which 
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are herein incorporated by reference and made a part of this contract (or agreement). Title VI also 
includes protection to persons with “Limited English Proficiency” in any program or activity receiving 
federal financial assistance, 42 U.S.C. § 2000d et seq., as implemented by the Department of the 
Treasury’s Title VI regulations, 31 CFR Part 22, and herein incorporated by reference and made a 
part of this contract or agreement. 

2.11. Disclaimer. The United States expressly disclaims any and all responsibility or liability to Contractor 
or third persons for the actions of Contractor or third persons resulting in death, bodily injury, property 
damages, or any other losses resulting in any way from the performance of this award or any other 
losses resulting in any way from the performance of this award or any contract, or subcontract under 
this award. 

2.12. Contractor will comply with Title II of the Americans with Disabilities Act (Public Law 110-325, 42 
U.S.C.§§ 12101-12213) and the federal regulations for Title II (28 CFR Part 35). 

2.13. Contractor will comply with all provisions and requirements of Arizona Executive Order 2009-09, which 
is hereby incorporated into this Agreement, including flow-down of all provisions and requirements to 
any Contractors. During the performance of this Agreement, Contractor will not discriminate against 
any employee, client or any other individual in any way because of that person’s age, race, creed, 
color, religion, sex, disability or national origin. 

2.14. Other statutes and regulations prohibiting discrimination applicable to this award include, without 
limitation, the following: 
2.14.1. The Fair Housing Act, Title VIII of the Civil Rights Act of 1968 (42 U.S.C. §§ 3601 et seq.), 

which prohibits discrimination in housing on the basis of race, color, religion, national origin, 
sex, familial status, or disability; Section 504 of the Rehabilitation Act of 1973, as amended 
(29 U.S.C. §§ 794), which prohibits discrimination on the basis of disability under any 
program or activity receiving federal financial assistance; 

2.14.2. The Age Discrimination Act of 1975, as amended (42 U.S.C. §§ 6101 et seq.), and 
Treasury’s implementing regulations at 31 C.F.R. Part 23, which prohibit discrimination on 
the basis of age in programs or activities receiving federal financial assistance; and 

2.14.3. Title II of the Americans with Disabilities Act of 1990, as amended (42 U.S.C. §§ 12101 et 
seq.), which prohibits discrimination on the basis of disability under programs, activities, and 
services provided or made available by state and local governments or instrumentalities or 
agencies thereto. 

2.15. Hatch Act. Contractor agrees to comply, as applicable, with requirements of the Hatch Act (5 U.S.C. 
§§ 1501-1508 and 7324-7328), which limit certain political activities of State or local government 
employees whose principal employment is in connection with an activity financed in whole or in part 
by this federal assistance. 

2.16. Reducing Text Messaging While Driving. Pursuant to Executive Order 13513, 74 FR 51225 (Oct. 6, 
2009), Contractor should adopt and enforce policies that ban text messaging while driving, and 
Proposer should establish workplace safety policies to decrease accidents caused by distracted 
drivers 

2.17. Increasing Seat Belt Use in the United States. Pursuant to Executive Order 13043, 62 FR 19217 (Apr. 
18, 1997), Contractor should adopt and enforce on-the-job seat belt policies and programs for its 
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employees when operating company-owned, rented or personally owned vehicles. 

2.18. Protections for Whistleblowers. In accordance with 41 U.S.C. § 4712, Contractor may not discharge, 
demote, or otherwise discriminate against an employee in reprisal for disclosing to any of the list of 
persons or entities provided below, information that the employee reasonable believes is evidence of 
gross mismanagement of a federal contract or grant, a gross waste of federal funds, an abuse of 
authority relating to a federal contract or grant, a substantial and specific danger to public health or 
safety, or a violation of law, rule, or regulation related to a federal contract (including the competition 
for or negotiation of a contract) or grant. 

The list of persons and entities referenced in the paragraph above includes the following: 

2.18.1. A member of Congress or a representative of a committee of Congress; 

2.18.2. An Inspector General; 

2.18.3. The Government Accountability Office; 

2.18.4. A Treasury employee responsible for contract or grant oversight or management; 

2.18.5. An authorized official of the Department of Justice or other law enforcement agency; 

2.18.6. A court or grand jury; or 

2.18.7. A management official or other employee of Contractor who has the responsibility to 
investigate, discover, or address misconduct. 

Contractor shall inform its employees in writing of the rights and remedies provided under this section, 
in the predominant native language of the workforce. 

2.19. Licensing. Contractor warrants that it is appropriately licensed to provide the services under this 
Agreement and that its second tier subcontractors and/or subrecipients will be appropriately licensed. 

2.20. Domestic Preferences for Procurements. As specified in 2 C.F.R. § 200.322, as appropriate and to 
the extent consistent with law, Contractor will, to the greatest extent practicable under Federal 
award,provide a preference for the purchase, acquisition, or use of goods, products, or materials 
produced in the United States (including but not limited to iron, aluminum, steel, cement and other 
manufactured products). The requirements of this section must be included in all sub-awards including 
all contracts and purchase orders for work or products under this award. 

2.21. Telecom Prohibition. Contractor agrees to comply, as applicable, with requirements of the prohibition 
on certain telecommunications and video surveillance services or equipment as specified in 2 C.F.R. 
§ 200.216. 

2.22. Contractor agrees to comply with all applicable standards, orders or regulations issued under: 

2.22.1. Clean Air Act (42 USC7401-7671q.) 

2.22.2. Federal Water Pollution Control Act (33 U.S.C. 1251-1387) as amended (Contracts and 
subgrants in excess of $150,000). 

 

Remainder of page intentionally left blank 
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APPENDIX A 

Contract Provisions for Non–Federal Entity Contracts Under Federal Awards 

In addition to other provisions required by the Federal agency or non–Federal entity, County is required to include 
the following additional provisions, as applicable, under 2 C.F.R. Pt. 200, Appendix II.  

(A) Equal Employment Opportunity. Except as otherwise provided under 41 CFR Part 60, all contracts that meet 
the definition of “federally assisted construction contract” in 41 CFR Part 60– 1.3 must include the equal 
opportunity clause provided under 41 CFR 60–1.4(b), in accordance with Executive Order 11246, “Equal 
Employment Opportunity” (30 FR 12319, 12935, 3 CFR Part, 1964–1965 Comp., p. 339), as amended by 
Executive Order 11375, “Amending Executive Order 11246 Relating to Equal Employment Opportunity,” and 
implementing regulations at 41 CFR part 60, “Office of Federal Contract Compliance Programs, Equal 
Employment Opportunity, Department of Labor.”  

(B) Davis–Bacon Act, as amended (40 U.S.C. 3141–3148). When required by Federal program legislation, all 
prime construction contracts in excess of $2,000 awarded by non–Federal entities must include a provision for 
compliance with the Davis–Bacon Act (40 U.S.C. 3141–3144, and 3146–3148) as supplemented by Department 
of Labor regulations (29 CFR Part 5, “Labor Standards Provisions Applicable to Contracts Covering Federally 
Financed and Assisted Construction”). In accordance with the statute, contractors must be required to pay wages 
to laborers and mechanics at a rate not less than the prevailing wages specified in a wage determination made 
by the Secretary of Labor. In addition, contractors must be required to pay wages not less than once a week. The 
non–Federal entity must place a copy of the current prevailing wage determination issued by the Department of 
Labor in each solicitation. The decision to award a contract or subcontract must be conditioned upon the 
acceptance of the wage determination. The non–Federal entity must report all suspected or reported violations to 
the Federal awarding agency. The contracts must also include a provision for compliance with the Copeland “Anti–
Kickback” Act (40 U.S.C. 3145), as supplemented by Department of Labor regulations (29 CFR Part 3, 
“Contractors and Subcontractors on Public Building or Public Work Financed in Whole or in Part by Loans or 
Grants from the United States”). The Act provides that each contractor or subrecipient must be prohibited from 
inducing, by any means, any person employed in the construction, completion, or repair of public work, to give up 
any part of the compensation to which he or she is otherwise entitled. The non–Federal entity must report all 
suspected or reported violations to the Federal awarding agency. 

(C) Contract Work Hours and Safety Standards Act (40 U.S.C. 3701–3708). Where applicable, all contracts 
awarded by the non–Federal entity in excess of $100,000 that involve the employment of mechanics or laborers 
must include a provision for compliance with 40 U.S.C. 3702 and 3704, as supplemented by Department of Labor 
regulations (29 CFR Part 5). Under 40 U.S.C. 3702 of the Act, each contractor must be required to compute the 
wages of every mechanic and laborer on the basis of a standard work week of 40 hours. Work in excess of the 
standard work week is permissible provided that the worker is compensated at a rate of not less than one and a 
half times the basic rate of pay for all hours worked in excess of 40 hours in the work week. The requirements of 
40 U.S.C. 3704 are applicable to construction work and provide that no laborer or mechanic must be required to 
work in surroundings or under working conditions which are unsanitary, hazardous or dangerous. These 
requirements do not apply to the purchases of supplies or materials or articles ordinarily available on the open 
market, or contracts for transportation or transmission of intelligence.  

(D) Rights to Inventions Made Under a Contract or Agreement. If the Federal award meets the definition of “funding 
agreement” under 37 CFR § 401.2 (a) and the recipient or subrecipient wishes to enter into a contract with a small 
business firm or nonprofit organization regarding the substitution of parties, assignment or performance of 
experimental, developmental, or research work under that “funding agreement,” the recipient or subrecipient must 
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comply with the requirements of 37 CFR Part 401, “Rights to Inventions Made by Nonprofit Organizations and 
Small Business Firms Under Government Grants, Contracts and Cooperative Agreements,” and any implementing 
regulations issued by the awarding agency.  

(E) Clean Air Act (42 U.S.C. 7401–7671q.) and the Federal Water Pollution Control Act (33 U.S.C. 1251–1387), 
as amended—Contracts and subgrants of amounts in excess of $150,000 must contain a provision that requires 
the non–Federal award to agree to comply with all applicable standards, orders or regulations issued pursuant to 
the Clean Air Act (42 U.S.C. 7401–7671q) and the Federal Water Pollution Control Act as amended (33 U.S.C. 
1251–1387). Violations must be reported to the Federal awarding agency and the Regional Office of the 
Environmental Protection Agency (EPA). 

(F) Debarment and Suspension (Executive Orders 12549 and 12689)—A contract award (see 2 CFR 180.220) 
must not be made to parties listed on the governmentwide exclusions in the System for Award Management 
(SAM), in accordance with the OMB guidelines at 2 CFR 180 that implement Executive Orders 12549 (3 CFR part 
1986 Comp., p. 189) and 12689 (3 CFR part 1989 Comp., p. 235), “Debarment and Suspension.” SAM Exclusions 
contains the names of parties debarred, suspended, or otherwise excluded by agencies, as well as parties 
declared ineligible under statutory or regulatory authority other than Executive Order 12549. 

(G) Byrd Anti–Lobbying Amendment (31 U.S.C. 1352)—Contractors that apply or bid for an award exceeding 
$100,000 must file the required certification. Each tier certifies to the tier above that it will not and has not used 
Federal appropriated funds to pay any person or organization for influencing or attempting to influence an officer 
or employee of any agency, a member of Congress, officer or employee of Congress, or an employee of a member 
of Congress in connection with obtaining any Federal contract, grant or any other award covered by 31 U.S.C. 
1352. Each tier must also disclose any lobbying with non–Federal funds that takes place in connection with 
obtaining any Federal award. Such disclosures are forwarded from tier to tier up to the non–Federal award. 

(H) See § 200.323, Procurement of recovered materials.  

(I) See § 200.216, Prohibition on certain telecommunications and video surveillance services or equipment.  

(J) See § 200.322, Domestic preference for procurements.  

(K) Compliance with 1933 Buy American Act requirements if applicable 
 

END OF EXHIBIT D: FEDERAL REGULATION COMPLIANCE 
 



EXHIBIT E: CONTRACTOR’S RESPONSE TO RFP (198 Pages)





















































































































































































































































































































































RFP-PO-2200014
Exhibit B: Cost Proposal (6 Pages)

 PRCUID 423491 1-Summary

Schedule 1:  Summary
Summary of Total Software, Professional Services, and Maintenance /Support Costs

Cost Categories Proposed Cost Explanation/Notes (if necessary)**
Software License Fees (Schedule 2)(*)(**) 670,785$                 This is for 250 named users for five years.
Professional Services (Schedules 3):  

    Implementation Services (Schedule 3) 1,236,650$              
    Data Conversion and Interfaces Estimate (Schedule 3) 526,125$                 
    Customizations/Custom Reports (Schedule 3) -$                         These are included with implementation services.

Training  (Schedule 4) 82,800$                   
Travel and Other Costs (Schedule 6) -$                         

Total Cost During Project Period 2,516,360$              
 

Total 5 Year Maintenance & Support Costs (Schedule 5)  $              1,476,460 

5 Year Total Cost of Ownership  $              3,992,820 

**Attach additional notes (if needed) to provide full explanation.

Assumptions/Additional Comments

Please check all cell formulas!!



RFP-PO-2200014
Exhibit B: Cost Proposal (6 Pages)

 PRCUID 423491 2-License

Schedule 2: Licensing Fees
Detailed Licensing Fees By Module

Module Functionality/Description Proposed Cost
Number of 

Users/Employees
Fee Per 

User/Employee Explanation/Notes (if necessary)**
Microsoft Dynamics 365 for Customer Service Base Administrative users 130,500$                   25 5,220$               This is a five-year price.
Microsoft Dynamics 365 for Case Management Daily users 472,500$                   225 2,100$               This is a five-year price.
Microsoft Dynamics 365 PowerApps Portal (Tier 2) External users 52,800$                     12,000 This is a five-year price for 1,000 logins/mo.

  

Other (Please list)    
Subtotal 655,800$                    

Third-Party Software (List Individually)

AquaForest Searchlight OCR functionality 14,985$                     All  This is a five-year price.
   
   

Subtotal 14,985$                     
Total License Fees 670,785$                    

**Attach additional notes (if needed) to provide full explanation.

Optional Sofware (NOT INCLUDED IN SUMMARY)  

Total Optional License Fees -$                            

Assumptions/Additional Comments

List all other assumptions here.

Please check all cell formulas!!



RFP-PO-2200014
Exhibit B: Cost Proposal (6 Pages)

 PRCUID 423491 3-ProfServ

Schedule 3: Professional Services
Estimated Professional Services By Activity

1.  Estimated Vendor Hours and Cost

Implementation Services Data Conversion Total
Functional Area Hours Rate* Cost Hours Rate* Cost Hours Rate* Cost Hours Rate* Cost Hours Cost

Kickoff 120 217$       26,000$       120 26,000$                
Discovery 1,440 200$       288,000$     1,440 288,000$              
Configure 495 201$       99,375$       495 99,375$                
Build 2,475 201$       496,875$     2,475 496,875$              
Migration 765 $201 154,125$     765 154,125$              
Integration 1,920 $194 372,000$     1,920 372,000$              
UAT 1,440 194$       279,000$     1,440 279,000$              
Go Live 60 215$       12,900$       60 12,900$                
PGL Support 160 216$       34,500$       160 34,500$                

0 -$                      
0 -$                      
0 -$                      
0 -$                      
0 -$                      
0 -$                      
0 -$                      
0 -$                      

Other (Please list) 0 -$                      
0 -$                      

(add additional cells if needed) 0 -$                      
Total 6,190 1,236,650$  765 154,125$     1,920 372,000$     0 -$             8,875 1,762,775$           

Optional Sofware (NOT INCLUDED IN SUMMARY)
VENDOR

Implementation Services Data Conversion Interfaces Total
Functional Area Hours Rate* Cost Hours Rate* Cost Hours Rate* Cost Hours Hours Cost

0 -$                          
0 -$                          
0 -$                          
0 -$                          
0 -$                          

Customizations/ Custom ReportsInterfaces

Customizations/Custom Reports

Assumptions/Additional Comments

Please check all cell formulas!!



RFP-PO-2200014
Exhibit B: Cost Proposal (6 Pages)

 PRCUID 423491 4-Training

Schedule 4: Training Costs
Estimated Cost of Training by Phase

1.  Training Hours and Costs By Trainee

Training Type 
Number of 
Students

Hours of 
Training/ 
Instruction Cost Rate 

Functional Area (on-site, off-site, web, etc.) (Column F/D)

No individual training cost
all costs are per class
System Administrator 
Training Microsoft Teams-based w/    25 15 $16,560 5 sessions (10 attendees/session)
Business Unit Training Microsoft Teams-based w/    225 60 $66,240 20 sessions (10 attendees/session)

Add additional rows if 
necessary

Total 250 75 $82,800

2.  Additional Training Costs

Training Type 
Number of 
Students

Hours of 
Training 
(Instruction) Cost Rate 

Description (on-site, off-site, web, etc.) (Column F/D)

Add additional rows if 
necessary

Total 0 0 $0

3.  Total Training Costs
Hours of 
Training 
(Instruction) Cost

Total Cost 75 $82,800

Training Costs for OPTIONAL Software (NOT INCLUDED IN SUMMARY)

Training Type 
Number of 
Students

Hours of 
Training/ 
Instruction Cost Rate 

Description (on-site, off-site, web, etc.) (Column F/D)

Explanation/ Notes

Explanation/ Notes

Explanation/ Notes

* Training is defined as classroom training or other knoweldge transfer exercises that does not include work to implement the system

Assumptions/Additional Comments
Cost submittal must match any phases proposed in implementation and staffing plan.  

Please check all cell formulas!!



RFP-PO-2200014
Exhibit B: Cost Proposal (6 Pages)

 PRCUID 423491 5-Maintenance Support

Schedule 5: Maintenance and Support
Detailed Licensing Fees By Module

Software Maintenance & Support (Years 1-5)
Period Proposed Cost Explanation/Notes (if necessary)

Year One* -$                          Annual user support begins at the end of the post-go-live support period. 
Year Two 369,115$                  This includes annual user support.  (There is no "end of life" and all periodic updates are included with support.)
Year Three 369,115$                  This includes annual user support.  (There is no "end of life" and all periodic updates are included with support.)
Year Four 369,115$                  This includes annual user support.  (There is no "end of life" and all periodic updates are included with support.)
Year Five 369,115$                  This includes annual user support.  (There is no "end of life" and all periodic updates are included with support.)
Total 5 Year Maintenance & Support Costs  $              1,476,460 

Third Party Software Maintenance & Support (Years 1-5)
Period Proposed Cost Explanation/Notes (if necessary)

Year One* No additional support is required for third-party software.
Year Two No additional support is required for third-party software.
Year Three No additional support is required for third-party software.
Year Four No additional support is required for third-party software.
Year Five No additional support is required for third-party software.

Total 5 Year Maintenance & Support Costs

Software Maintenance & Support (Years 1-5)  - OPTIONAL SOFTWARE (NOT INCLUDED IN SUMMARY)
Period Proposed Cost Explanation/Notes (if necessary)

Year One* *Vendors must state when maintenance and support costs start.
Year Two
Year Three
Year Four
Year Five
Total 5 Year OPTIONAL Software Maintenance & Support 
Costs  $                           -   



RFP-PO-2200014
Exhibit B: Cost Proposal (6 Pages)

 PRCUID 423491 6-Travel & Other

Schedule 6: Travel & Other Costs

Description Cost
None

Total -$                                                                      

Other Costs for OPTIONAL Software Cost

Total -$                                                                      

Assumptions/Additional Comments

Please check all cell formulas!!
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Via Email: dennisblaine@aeonnexus.com 
 
 
March 4, 2022 
 
Aeon Nexus 
Attention: Dennis Blaine 
138 State Street 
Albany, NY 12207 
 
RE: Pima County RFP-PO-2200014 PDS Case Management System 
 
Dear Mr. Blaine,  
 
Pima County (“County”) is issuing this Request for Clarification (RFC #1) to obtain further clarification and/or 
additional documentation to be able to fairly and accurately continue evaluating your submittal for the 
procurement process identified above.  
 
Cost clarification questions and Functional and Performance clarification questions County is presenting can be 
found on separate tabs of Attachment 7, included with this RFC letter.  
 
Through this RFC process, County is providing an opportunity for you to update your proposal with costs based 
on the numbers provided and the expectation that all systems or modules are identified in the revised proposal, 
whether they are base systems or third party, to be accounted for in the cost, training and implementation 
schedules:  

1. In Amendment 1 of the solicitation, County clarified the current number of Staff and average Contract 
Attorneys. County is requiring these numbers be used for access requirements as follows on Exhibit B- 
Cost Proposal: 

365 Staff - 332 are paid staff and 33 are part-time interns 
130 Contract Attorneys - Direct entering of billing information by case or upload billing 

documentation, depending on system capabilities  
20,000 (minimum) External Users per year – Client inquiries only 
 

2. Although you might have identified third party solutions as part of your proposal, you might have failed to 
include implementation or subscription costs for those recommendations on Exhibit B.  
 

Please be advised it is possible that your responses may cause changes to the functional and performance 
requirements as well as the price proposal, and if so, you will be required to complete Attachment 6 - General 
Functional and Performance Requirements and Exhibit B – Cost Proposal files again. Those files are attached to 
this letter for your convenience. 
 
County requires a written response to all questions posed in this RFC letter unless specifically indicated 
otherwise. Please revise and re-submit the appropriate attachments along with any portion of your proposal that 
has changed as a result of answering these questions and email your responses to Denise Waldo at 
denise.waldo@pima.gov  before 4:00 PM MST on March 17, 2022. 

PIMA COUNTY PROCUREMENT DEPARTMENT 
150 W. CONGRESS ST., 5TH FLOOR, TUCSON, AZ  85701-1207 

PHONE: (520) 724-8161 FAX: (520) 222-1484 
 

Terri Spencer 
Procurement Director 

 

mailto:denise.waldo@pima.gov
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If you have any questions, please do not hesitate to contact me. 
 
 
 
Sincerely, 
 
Denise Waldo 
 
Denise Waldo, CPPB / Procurement Officer 
Pima County Procurement Department 
 
Attachments: 
Exhibit B – Cost Proposal RFC #1 
Attachment 6 - General Functional and Performance Requirements RFC #1 
Attachment 7 - Clarification Questions RFC #1 
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RFC# 1 
Aeon Nexus 
Page 3 

Cost Clarifications 

Schedule 2: Licensing Fees 
1. What is considered a log-in? What is the difference between user & login?
2. “Up to 20,000 logins/Mo” – Is this solely for outside individuals? If an individual logged in everyday for 30 days,

would this = 1 or 30 logins?
3. Are unused logins carried to the next month?
4. If logins are exceeded, is access still available and billed later?
5. Is County able to track monthly usage?
6. What is the cost for additional Staff? Additional Attorneys? Additional External Users?
7. Twillio is a 3rd Party Software listed. Is this required?
8. Explain your portals.

Schedule 3: Professional Services 
1. Customization/Custom Reports- Does this include templates? What is included in the customization?
2. Estimated hours – if over, do we pay more? If less, do we is a credit involved? How are hours calculated

for each Professional Service?

Schedule 4: Training Costs 
1. How many total hours of training time does a System Administrator receive? How many classes? How

many in each class? How is the delivery of this training performed?
2. How many total hours of training time does a User receive? How many class sessions? How many in

each class? How is the delivery of this training performed?

Schedule 5: Maintenance and Support 
1. How is additional storage acquired? Explain additional storage costs.
2. If less than 20 hours/month is needed of HIKe2AMS, is a credit applied?
3. What is considered/included in end-user support?
4. What is included in the maintenance & support?
5. When is the next anticipated upgrade of your system?



# QUESTIONS YES NO COMMENTS

Schedule 2: Licensing Fees

3.1.1 Explain what a log-in is? If an individual logged in everyday for 30 days, would this = 1 or 30 logins? What is the difference between user & 
login? 

A “login” is a 24h period for a single authenticated user to access portal components. The 
individuals who login are referred to as “portal users” or “third-party users”. These are NOT 
County employees, but rather auxiliary individuals like outside attorneys, expert witnesses, 
clients, etc. 

If an individual was to login 1x/day for 30 days, that would amount to 30 logins.

A user - an unlicenses portal user/third-party user - has login credentials, and a defined web 
role that dictates what they can view, upload, download, or update within the portal, based on 
their role and what Pima County has defined for their role - and a user consumes "logins" - as 
described earlier in this response. 

3.1.2 “1,000 logins/Mo” – Is this solely for outside individuals or does this include contracted attorneys? 

This represents all portal users (external, unlicensed, non-County employees) across all web 
roles Pima County includes in scope. The 1,000 logins/mo can  be adjusted up or down, 
depending on how many logins the County anticipates, but it includes contracted attorneys, in 
as much as they would access records through the portal, and not as a licensed Pima County 
employee.

3.1.3 Are unused logins carried to the next month? Are unused logins carried to the next year?
Logins are calculated monthly - the County will contract with Microsoft for a certain number of 
logins for that month.  This is a"use it or lose it" model, so unused logins are not carried over; 
Microsoft will calculate any overages and charge the County for those portal visits. 

3.1.4 If logins are exceeded, is access still available and billed later? Explain.
Yes, if logins are exceeded, access is still available to users.  Microsoft will calculate any 
overages and charge the County for those portal visits.

3.1.5 Is County able to track monthly logins? If so, how?

Monthly logins can be tracked by administrative users through the County's Microsoft Azure 
administrative portal. Microsoft provides a Portal Capacity Consumption report. More 
information on this report and how to interpret it can be found here: 
https://docs.microsoft.com/en-us/powerapps/maker/portals/admin/portal-consumption-
reports

3.1.6 What is the cost for additional PDS Staff? Additional Contract Attorneys? Additional External Users? 

Additional Pima County staff can be added at any time by purchasing additional Case 
Management licenses at the negotiated rate from the County's Enterprise Agreement. 

Exernal users (asuming contract attorneys are such) would consume portal logins at the 
negotiated rate from the County's enterprise agreement.

3.1.7 Cost provided must inlcude all software products needed. List each product name & the annual cost.

Aeon Nexus provides software licensing costs as  a courtesy for Total Cost of Ownership 
calculations; however, the best value to the County will be purchasing Microsoft software and 
portal logins using the County's Enterprise Agreement with Microsoft.

Please see attached workbook, PimaCounty_AeonNexus_Example_License_Workbook.xlsx  for 
product names and annual costs including Microsoft licensing (MSRP), and Aquaforest 
Searchlight OCR (Aeon Nexus acts as a partner and reseller). Green cells should be adjusted to 
match your "per unit cost" from your Enterprise Agreement.

3.2.1 Customization/Custom Reports- Does this include templates? What is included in the customization?
Aeon Nexus' pricing model offers a fixed fee for implementation. This implementation includes 
all milestones as illustrated in the Milestones tab included in this spreadhseet response. This 
includes all email templates, document templates, reports, and workflows identified during the 
Discovery milestone, and included in the agreed-upon Statement of Work. 

3.2.2 We currently have 450 templates in Justware. Will these converted over? If not, explain the process to make these available.

Please define template in this context. What is considered a template? Is a report considered a 
template? Aeon Nexus will recreate any necessary document "templates" understanding that 
our solution may make certain templates obsolete; we will seek efficiencies where 
opportunities present themselves.

3.2.3 Estimated hours – if over, do we pay more? If less, is a credit involved? How are hours calculated for each Professional Service?
Aeon Nexus offers a fixed fee implementation for services. As such, no credits nor extra 
expenditures are contemplated in the pricing model should hours descrease or increase within 
the scope of this agreement, respectively.

3.3.1 How many total hours of training time does a System Administrator receive? How many classes? How many in each class? How is the 
delivery of this training performed?

The anticipated formal training sessions for Microsoft Power Platform 101 and JusticeNexus 
Solution sessions will consist of a 6-hour session repeated to accommodate the number of 
attendees over a period, allowing for shift work. System Administrators will require an 
additional 8-hours for the JusticeNexus Customization and Configuration class and an 
additional 8-hours for the System Administrator class. Please see the Training Details tab added 
to this spreadsheet for further detail regarding Aeon Nexus' approach to training.

3.3.2 How many total hours of training time does a Staff Member receive? How many class sessions? How many in each class? How is the 
delivery of this training performed?

The anticipated formal training sessions for Microsoft Power Platform 101 and JusticeNexus 
Solution sessions will consist of a 6-hour session repeated to accommodate the number of 
attendees over a period, allowing for shift work. System Administrators will require an 
additional 8-hours for the JusticeNexus Customization and Configuration class and an 
additional 8-hours for the System Administrator class. Please see the Training Details tab added 
to this spreadsheet for further detail regarding Aeon Nexus' approach to training.

3.4.1 How is additional storage acquired? Explain additional storage costs. What is the cost for storage to store files larger than 15 GBs? How is 
that incremented and what is the incremental cost of that?

Microsoft has recently increased the maximum file size capacity from 15GB to  250GB per file, 
when uploading files as a licensed user to SharePoint. 

When necessary, additional storage is acquired through your Microsoft Enterprise Agreement 
and is sold in bundles of Gigabytes (GB). Additionally, based on the County's tenant and number 
of licensed users, some storage will be included. Costs are represented in your negotiated 
Enterprise Agreement with Microsoft.

3.4.2 What is considered in end-user support?
All functionality as described in the project's Statement of Work is included and warrantied for 
any period of time during which the County pays for optional annual support from Aeon Nexus 
Corporation. 
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3.4.3 What is included in end-user support?
End user support includes break/fix of system components and adherence to the functionality 
as described in the Statement of Work. In addition, Aeon Nexus will assist in any platform-
based upgrades provided by Microsoft that may affect the JusticeNexus solution. 

3.4.4 What is included in the maintenance & support?
Due to the platform-based nature of the JusticeNexus solution, maintenance is not 
contemplated in this agreement.

3.4.5 When was your last system upgrade? When is your next upgrade scheduled for or when are you anticipating the next upgrade?

Aeon Nexus provides configured solutions that meet the specific requirements of our clients.  
It's important to differentiate that JusticeNexus is platform-based; it is built on a highly 
configurable Commercial Off The Shelf (COTS) platform and each solution is configured with 
specific workflows, forms, screens, business processes, and templates for that specific client. 
Coupled with native Microsoft Office integration and configurable automation tools, this model 
provides clients the means to extend to solution to meet new business challenges through 
simple point-and-click interfaces. 

In the traditional sense, upgrades to the underlying Microsoft Power Platform are included in 
the County's Dynamics licensing, including all hosting. Minor releases including patches and bug 
fixes are released  every couple of months. Major platform upgrades are provided 2 times each 
year by Microsoft as they add functionality to the Power Platform; as licensed users, the County 
will receive access to these functions through regular Microsoft releases.  These releases are 
cenetered around the months of April and October; the County will be able test these releases 
in a sandbox environment prior to upgrading production environments. 

Microsoft provides a roadmap of new and planned changes for Dynamics 365. More 
information is available from Microsoft, here: https://docs.microsoft.com/en-us/dynamics365-
release-plan/2021wave2/service/dynamics365-customer-service/planned-features
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2.1.1 Are attorney payment caps optional? Can these be configured? 

X

Yes. As a highly configurable Commercial Off the Shelf (COTS) solution, the County will define 
attorney payment caps and how they behave within the solution. Aeon Nexus will configure 
attorney payment caps as part of the implementation deliverables to meet the County's 
requirements; these caps can be further adjusted by County system administrators in the future 
through simple configuration changes.

2.1.2 Can a private attorney pull a report of their financial history for all their cases through the external portal?  

X

Yes. If the County would like a private (contract) attorney to be able to pull a report of their 
financial history of all their cases from the portal, the County will define that as a use case 
during the Discovery milestone and Aeon Nexus will deliver it as part of the fixed fee 
implementation.

2.1.3
Can a report be generated that would include all finances approved for payment for an individual vendor into the report that then is 
saveable/printable, and then automatically marks those payments as sent to Finance?

X

While this item is not entirely clear, yes, a report can be generated that includes all finances 
approved for payment for an individual vendor; this report can be saved / printed. 

Workflows can manage how information moves through the system, sending items to users and 
teams, or modifying the records to reflect the status across County-defined values. Payments 
can be marked as sent to Finance and included in workflows and reports.

2.1.4
Can a vendor add line items to an invoice (invoice creation screen) and submit all line items at once as one invoice/ payment line on the financial 
history of a case?

X
Yes. As part of implementation, Aeon Nexus will configure the JusticeNexus portal to allow 
vendors to add line items to an invoice and submit all line items at once as one invoice, to be 
associated with the financial history of a specific case.

2.1.5 Can drop downs in the financial screen be added and reported on to offer more detail such as "attorney disclosure review" or "home visits"?

X
Yes, these specific dropdowns (or other drop-downs important to County processes) can be 
added to financial screens. During the Discovery phase of implementation, the County would 
define these new fields, and during Build, Aeon Nexus would configure the system to add these 
fields and use them in login and reports, etc. 

2.1.6 Can rates be set on case type instead of on the name record? X Yes. Rates can be set as a parameter of case type, rather than as part of the name record.

2.1.7
Can requests for expense authorizations, investigations, mitigations be sent & approved within the system without going through email.  Are you 
able to track the status?

X

Yes. Requests for internal, licensed users such as these can populate dashboards that are 
available to licensed users upon login, alerting them of actionable items. Statuses of any Task or 
Work Request can be tracked at the individual Task or Work Request level, and can be included 
in dashboards, reports, etc.  

External users may access this information via the portal. They can be directed via email that a 
task is due, or a document is ready for them, requiring them to authenticate prior to accessing 
the task, document or case information.

2.1.8 Can the receipt/ bill uploaded on a financial line item be edited (like a PDF)?

There are aspects of this use case that require further details. 
Edited by whom? By the contract attorney that submits it? Edited when? After the contract 
attorney submits it?

Why would a user need to update a receipt?

2.1.9 Can we have an interface to update payment status of a line item from the finance system?  

X

Yes. As part of implementation, Aeon Nexus will work with the County to define a use case that 
captures this process. We will build and deliver an interface within JusticeNexus that allows 
properly permissioned County users to update the payment status of a line item. JusticeNexus 
includes a  configurable role-based security matrix to provide Role-Based Access Controls 
(RBAC).

RFP-PO-2200014 PDS CASE MANAGEMENT SYSTEM - REQUEST FOR CLARIFICATION QUESTIONS RFC #1
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2.1.10
Can you add line items to an invoice (invoice creation screen) and submit all line items at once as one invoice/ payment line on the financial history 
of the case? Please provide a screenshot.

X

Is this the same question as 2.1.4? Is this performed by the external, unlicensed contract 
attorney or by licensed County staff?

If by external unlicensed users, yes, this is addressed above in our response to 2.1.4. If by 
licensed County users: Yes, as part of implementation, an Invoice Creation Screen can be built to 
meet the County's specifications, thus no screenshot is available today. Aeon Nexus will build 
this screen to meet the County's specifications, including the ability to add line items to an 
invoice, for licensed County users.

2.1.11 Can you apply specific accounting codes to line items entered based upon case types, expense type, and agency? 
X

Yes. As part of configuration, Aeon Nexus will work with the County to define specific 
accounting codes that will automatically be added to line items entered, based on case type, 
expense type, and agency.

2.1.12 Can you automate budget accounting codes based on the line items entered? X Yes. Same question as 2.1.11 above?

2.1.13
Can you have and/or add a fiscal year box that is automated? If you can is this based on dates of service entered or date invoice is created? Can we 
edit this field if needed? 

X Yes, this can be configured to meet the County's requirements.

2.1.14 Can you provide a screen shot of the case financial screen, with an explanation of what each column and function does? 

As a highly configurable COTS solution, Aeon Nexus will provide a custom screen to collect the 
specific data fields necessary to support County processes. While we could include a screenshot 
of the "base" JusticeNexus financial screens, these aren't representative of what can and will be 
delivered to the County after configuration has occurred. 

The financial forms and screens we will deliver with JusticeNexus that are configured for the 
County will include only those fields the County requires.

2.1.15 Do you have an automated function to notify contractors of changes made to their billing?
X

Yes. As part of implementation, the County will define triggers that will create and send 
automated, template-based email notifications to contractors, notifying them when changes are 
made to their billing.

2.1.16 Does the system automate the “budget cap” for the vendor in the case once the expense request form is approved? X
Yes. JusticeNexus supports a configurable budget cap per case that can be updated as vendors' 
expense reports are approved.  

2.1.17
If a financial line item is modified, can there be an automatic notice to the vendor of changes that were made? Is it an internal notification or an 
email notification?

X

Yes. As part of implementation, the County will define what activities trigger automated 
notifications to vendors; the County will define the language included in each scenario-based 
email template. Whether it is an internal notification or an external notification depends on the 
recipient. Email notifications are sent to external recipients alerting them that an action is 
necessary or new information is available via the portal. Email notifications can be sent to 
internal County users alerting them that an action is necessary or new information is available 
via the JusticeNexus solution for licensed users.

2.1.18 Is there a notification system for contract atty portal that reminds them to bill?
X

Yes. As part of implementation, Aeon Nexus will configure JusticeNexus to send out template-
based email notifications, reminding them to bill. These notifications can be sent via County-
defined triggers.

2.1.19
Is there an expense request approval process that is automated based upon the attorney and which agency they belong to/supervisor of the 
attorney? Can you send a business workflow map of that process? 

X Yes. The County will define the specific approval flow as part of the implementation process, 
and Aeon Nexus will configure JusticeNexus to adhere to those process flows and definitions.

2.1.20
Is there an audit history to show when changes were made to financial lines, that can be viewed by non-admin users in the case view? Can you 
provide a screenshot of this example?  

X

Yes. There is an audit trail of all changes made within the system, based on record type. 
Through configuration, the County can audit changes to certain records, while not auditing 
others, should it so desire. Access to the audit trail and configuration capabilities is controlled 
through RBAC.  An example Audit History for a Case Record has been included in the new tab 
below: Audit History Example. This illustrates the change date/time, who made the change, the 
event, the changed field, the old value, and the new value.

2.1.21 When an expense form is approved what gets automated in the system? 

As part of expense approval processing, Aeon Nexus will automate as many processes as the 
County requires; the solution relies on a normalized database and will reuse data whenever 
possible to reduce data entry.
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2.2.1 What document generation software/plug-in are you using and is that included?

JusticeNexus is built on the Microsoft Power Platform and offers native integration with the 
entire suite of Microsoft Office tools. JusticeNexus relies on Microsoft Office, including Word, 
Excel, etc. to generate documents. Licensing for Microsoft Office tools is sold separately and is 
obtained directly from Microsoft through the County's Enterprise Agreement (EA).

2.2.2 Can Individuals work on the same onenote package at the same time, while it is still opened directly within the system? 

X

Multiple users can simultaneously access and update a OneNote package associated with a 
specific case record, directly from OneNote or from within JusticeNexus. OneNote will reconcile 
changes across multiple users in real-time; as those changes are saved by one user, content will 
be updated for other users. 

2.2.3 Can you batch print directly from the software or do you need to export the files in order to schedule a batch print? X
Yes. Using Power Automate, batch printing can be accomplished, but the printer must support 
POP3 email protocol.

2.2.4 Do you have to combine files into a single pdf with redact function to do batch printing? X
Users do not need to combine files into a single PDF with redact function to schedule a batch 
print.

2.2.5.

Does the Microsoft application OneNote work within the system. At go-live does your system have a native integration with SharePoint to allow 
OneNote to be edited within the system?

X

Yes. JusticeNexus includes native integration with OneNote. At Go-Live, JusticeNexus includes 
native integration with SharePoint that links directly to OneNote. See the OneNote tab included 
with this response for screenshots.

OneNote is available from directly within the JusticeNexus solution, and a OneNote package is 
associated with each specific case record in JusticeNexus. Our solution includes native 
integration with the suite of Microsoft tools including OneNote and SharePoint. At Go-Live, 
SharePoint will be used to securely store documents and digital assets associated with each 
electronic case record in JusticeNexus, including links to OneNote packages associated with 
each case. 

2.2.6 Does your system use "Power Automate"? If so what is “Power Automate”? Is this an additional cost?

X

Yes. Power Automate is part of the Microsoft Power Platform and provides automation and
connectivity to other solutions. JusticeNexus interfaces directly with Microsoft Power Automate 
(formerly Microsoft Flow) to provide an unprecedented ability to automate business processes. 
Important services can be connected using  Power Automate.  Easy to use,  Power Automate  
offers a  point-and-click graphical  interface, templates, and connectivity to a wide range of 
services, from communications services like Twitter, Slack, and Yammer to Excel Online, 
Wunderlist, SharePoint Online, and Google Calendar.  Power Automate can also connect  
JusticeNexus to social media, including Facebook and Instagram. Power Automate enjoys a 
robust community of users who add new connectors to systems every day. There are currently 
over 500 connectors to other solutions available from Power Automate. More information is 
available here:   https://powerautomate.microsoft.com/

Power Automate with basic connectors is included with the County's Dynamics licensing. 
Premium connectors to specific commercial services may include fees, depending on provider.

2.2.7 Does your system use "Power App"? If so what is" Power App"? Is this an additional cost? X As proposed, our solution does not require the use of Power Apps. 

2.2.8.
Even if your software requires the use of a 3rd party system to OCR documents, please explain how the OCR function would work within your 
software. Does OCRing run on a daily basis?

X

Aeon Nexus partners with Aquaforest to provide Optical Character Recognition (OCR) 
capabilities. Aquaforest offers Searchlight OCR that is installed on an Azure Virtual Machine (or 
on-premises server) and is configured to point to a specific SharePoint Online library. As 
proposed, both would reside in the County's Microsoft Azure Government Community Cloud 
(GCC) tenant. 

Yes. Searchlight OCR is scheduled to run during certain hours, using a service account. When the 
time for Searchlight to run begins, Searchlight looks at the SharePoint library, locates any new 
files that were added, changed, or  uploaded since the last time it ran, and performs OCR on 
those documents, making sure that all documents stored in the JusticeNexus SharePoint library 
are completely searchable and able to be indexed. When the configured window to run ends, 
Searchlight stops, until the next time the window opens.

Document Management 
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2.2.9 How do you automate workflow processes?

JusticeNexus includes a powerful, built-in workflow engine that is configured by properly 
permissioned users via RBAC, through a point-and-click interface. This tooling allows users to 
configure and deploy workflows that are in scope of the JusticeNexus solution. To support 
automation that involves systems outside of JusticeNexus, Aeon Nexus will leverage Power 
Automate, part of the Microsoft Power Platform used to connect JusticeNexus to external 
solutions.

2.3.1
Can the system generate a report that shows what stage each case is in? (Example Open/ Closed/ Misc Case Work/Sentencing/ Change of Plea/ 
Settlement Conference)? If so, how does the system know what stage the case is in?

X

Yes. JusticeNexus can provide a report that shows what stage each case is in. This is 
accomplished through a combination of the Case Status field, and the Business Process Flow 
(BPF) stage - this is the case-level dashboard that illustrates the stage each case is in, and how 
long it has been in that stage. Stages are configurable by the County and can be based on case 
type, etc. 

2.3.2

Currently we are able to run a report that shows all the parties involved in a case. The report lists all the involved parties and lists all other cases 
they are involved in within all offices. While you can see a complete list of case involments you are only able to access the cases assigned to the 
office the user is employed with. Is your software able to perform this function already and how is it done. If this "conflict check" function is not 
already built how do you plan to develope this "conflict check" for us? Can you hyperlink to cases within the report?

X

Yes. Through RBAC, JusticeNexus can limit user access to specific case information.

Conflict checking is built into JusticeNexus and will be further configured to meet the County's 
specific requirements. The County will define business rules regarding conflicts that require 
restriction of data, assignment, access to records, fields, forms, etc. 

Users can hyperlink to cases from within the SQL Server Report Services (SSRS) report itself.

2.3.3 Tasks & Work requests trigger emails or Teams notifications. Where is the notification within the system itself?

Tasks, Work Requests and Notifications are stored in separate tables and related to specific 
cases, events, contacts, attorneys, defendants, etc. By default, they are displayed in the "Notes 
and Activities Timeline" associated with each entity in JusticeNexus. These items can also be 
displayed in a dashboard that is filtered based on user, team, status, date, type, etc. 

2.4.1
Can a name record include attributes easily displayed on the record to include features like: language spoken, contract panels they belong, to etc? 
Please provide a screenshot.

X

Yes. As part of implementation, Aeon Nexus will configure JusticeNexus to include record 
attributes on forms as defined by the County, including those mentioned in this line item. As a 
highly configurable COTS solution, JusticeNexus supports an  unlimited number of custom forms 
and fields. Screenshots are not available, as we will configure the solution to meet the County's 
specific needs during the Build phase of implementation. 

2.4.2 Can an attorney name record include a dashboard with a caseload report? Please provide a screenshot. X
An Attorney Name Record can include a dashboard with a caseload report. An example has 
been included in the Attorney Dashboard tab below.

2.4.3 Can I search for a case number or name and return all the previous assigned attorneys (even inactive) assigned to the case? 
X

Yes. Search results can be configured to provide links to previously assigned attorneys, including 
inactive assignments. Alternatively, a report can be attached to a case to provide this 
information.

2.4.4 Can SMS message data be stored in a case record vs a name record? Have you ever implemented SMS messaging in that way?
X

SMS message responses are stored in their own table in JusticeNexus and related to case 
records, name records, etc. SMS messaging is possible through integration with a third party 
such as UpTrust or Twilio.

2.4.5 Can you automatically assign support staff to the case when their assigned attorney is added to the case? X
Yes. Assignment of support staff can be automated, based on assigned attorney; virtually any 
assignment logic can configured within JusticeNexus.

2.4.6 Can you copy the case to another agency/attorney and choose what fields are copied over? Please provide screenshots of field selection process

X
Yes. JusticeNexus includes a configurable "Clone" workflow that copies case information from 
one to another. As part of Discovery, the County will determine those fields that are included in 
the clone, if those cases should then be related, etc.

2.4.7 Can you store information in a name record that can be partitioned by agency?
X Yes, using the JusticeNexus role-based security matrix and RBAC, access to information on the 

name record can be granted or denied to County users based on agency affiliation.

Person and Case Information 

Reporting
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2.4.8

Public Defense Services encompasses multiple offices because of this most information is stored within the case record, which is accessable only to 
each assigned office. There is only minimal information stored in each name record because name records are accessable to everyone. Is your 
software already configured along this model? If not are you able to configure the system to meet this need?

X

Yes. JusticeNexus includes a role-based security matrix that allows the County to configure 
multiple roles. These roles dictate the type of access to different fields, forms, and records. As 
part of implementation, Aeon Nexus will work with the County to define specific County roles; 
using RBAC, access to information will be configured to meet the County's specific 
requirements.

2.5.1
When receiving case information from a data feed, can those cases be automatically created and assigned and/or loaded into a qeue for 
assignment? 

X

Yes. To support this function, Aeon Nexus and the County will agree on a system-to-system 
integration that will send data from an external system to JusticeNexus. New cases can be 
queued for approval, or new case records can automatically be created within JusticeNexus. 
These records can be displayed on a dashboard, for  appropriate action to be taken (assignment, 
triage, acceptance, review, etc.). 

2.5.2

The County uses Mulesoft for interfaces. The County would like to use Mulesoft for interfaces to & from County datasources, can your software 
interface to Mulesoft?

X

Yes. Mule as an Enterprise Service Bus (ESB) can easily streamline business processes and create 
communication between Microsoft Dynamics and numerous other applications and services.

More information can be found here: https://www.mulesoft.com/resources/esb/ms-dynamics-
integration

2.6.1 What functions are included in the external client portal?

The JusticeNexus portal can be configured to support a variety of different case parties and 
functions. The portal is configured to support specific functionality for each portal user, based 
on their role in the case. Portal users may be granted read-only access to certain fields as 
defined by the County for that specific role. If they are granted read-only access, the County will 
determine what fields are included in that role's portal views. 

Based on their role, portal users may be granted the ability to update certain fields on the case, 
or on related records. Specific fields and the update capabilities granted to each role will be 
determined by the County during the Discovery milestone. 

Portal users may be granted the ability to upload or download certain documents, based on 
their role. If this permission is granted, Aeon Nexus will work with the County to define what 
roles have what capabilities for specific document types; these business rules will be 
documented in use cases during the Discovery milestone.

2.6.2

Can you share folders (disclosure, videos, photos, etc.) with attorneys via the external attorney portal? 
X

Yes, authenticated portal users may be granted the ability to access folders and files 
(disclosures, videos, photos, etc.) through the portal. See response to 2.6.1 above for further 
detail.

2.6.3
Have you already created and deployed an external portal for your product for a defense agency? This would include an external portal for 
attorneys and a portal for clients.

X
Pinal County, AZ Public Defense Services Office will be the first defense agency to utilize the 
JusticeNexus portal in this way. Pinal County is scheduled to go live with this portal on April 26, 
2022.

External Portal Functions

Partner Integration 
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2.6.4
Please provide additional details on how logins work for the external user portal.  If we are allowing clients to view disclosure using the portal they 
will need to log on multiple times for viewing purposes. Can you structure the external portal to work based off users not logins?

X

Yes. The JusticeNexus portal can be configured to support a variety of different case parties. The 
portal is configured to support certain functionality for portal users, based on their role in the 
case. They may be granted read-only access to certain fields as defined by the County for that 
specific role. If they are granted read-only access, the County will determine what fields are 
included in that role's portal views. 

Users, based on their role, may be granted the ability to update certain fields on the case, or on 
related records. Specific fields and the update capabilities granted to each role will be 
determined by the County during the Discovery milestone. 

Users may be granted the ability to upload or download certain documents, based on their role. 
If this permission is granted, Aeon Nexus will work with the County to define what roles have 
what capabilities against different document types; these business rules will be documented in 
use cases during the Discovery milestone.

This item states: " If we are allowing clients to view disclosure using the portal they will need to 
log on multiple times for viewing purposes.". Users will not need to login multiple times to 
access different disclosures; as part of implementation, Aeon Nexus will work with the County 
to define use cases for portal users that support collaboration and access while minimizing login 
activities. 

2.6.5 What is the difference between external and internal users?

Internal users are licensed County users that access case records through JusticeNexus; external 
users are unlicensed, external, non-County employees that access case records through the 
portal. External users may include clients, experts, Juvenile Court Services Members, 
Paraprofessionals, Court Interpreters, Transcriptionists, Court Appointed Doctors, etc., per 
County requirements.

2.7.1
Can someone from another office search for a case and see which office and/or attorney is assigned to the case, but not access any other 
information? 

X
Yes. Using RBAC, searches may be conducted within JusticeNexus that allow a user from a 
certain department or office to see a case and which attorney is assigned, without allowing that 
user to see any other information regarding the case.

2.7.2
Do system administrators have complete autonomy to modify these work flow processes, business rules, reports, motions, letters, etc. or does 
vendor have to approve the modifications before implementation?

X

Yes. The JusticeNexus solution is delivered and runs in the County's Microsoft GCC tenant as a 
managed solution. A managed solution represents what was delivered as "in scope of the 
implementation" by Aeon Nexus Corporation. The County can further extend the solution 
through its own unmanaged solution that "sits atop" the Aeon Nexus managed solution, 
creating new users, dashboards, system views, workflows, business rules, reports, motions, 
letters and other email or document templates. These "solutions" work in tandem as a single 
system that reflects the functionality delivered in the Aeon Nexus managed solution, as well as 
any functionality that exists in the County's unmanaged solution.

Modifications to functionality delivered by Aeon Nexus within the managed solution and 
covered under our warranty or annual support agreement require involvement from Aeon 
Nexus.

2.7.3
When an individual searches for a name or case record, is the search feature enabled to allow other specific agencies (but not necessarily all) to see 
the existence of cases, but not actually access the case? 

X
Yes. Using RBAC, searches may be conducted within JusticeNexus that allow a user from a 
certain agency to see the existence of a case, without allowing that user to see any other 
information regarding the case.

2.7.4 Who is responsible for all interactions and licensing for all 3rd party software that is used within the system?

Aeon Nexus has included one third-party license to provide Optical Character Recognition 
(OCR), Aquaforest Searchlight OCR. Aeon Nexus is an Aquaforest partner, and acts as first line of 
support for all Aquaforest-related interactions and licensing issues. 

System Security 
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2.7.5 Who is responsible for the data management and security when a 3rd party company's software, is integrated into your software?

As reflected in our response to this solicitation, Aeon Nexus is only relying on a single third-
party license to support OCR for JusticeNexus, Aquaforest's Searchlight OCR. In response to this 
item, Aquaforest is technically responsible for data  management and security, but no data 
management is happening. Searchlight OCR will be installed on a VM in the County's GCC and 
will be configured to point to the County's SharePoint Online library that supports JusticeNexus.  

Searchlight OCR is scheduled to run during certain hours, using a service account. When the 
time for Searchlight to run begins, Searchlight looks at the SharePoint library, locates any new 
files that were added, changed, or  uploaded since the last time it ran, and performs OCR on 
those documents, making sure that all documents stored in the JusticeNexus SharePoint library 
are completely searchable and able to be indexed. When the configured window to run ends, 
Searchlight stops, until the next time the window opens.

2.8.1

What 3rd party application is recommended for accessing case related files stored network/cloud storage (PDFs, image, audio & video) through the 
user interface and what is the licensing cost. Is SharePoint usable for all file sizes?

As a solution built on the Power Platform, Aeon Nexus recommends using SharePoint Online for 
document and digital file access from within JusticeNexus. While not a third party, SharePoint 
Online is the default mechanism used by JusticeNexus to securely attached case related files 
stored in the cloud (PDFs, image, audio & video) through the user interface. 

Microsoft has recently increased the maximum file size capacity from 15GB to  250GB per file, 
when uploading files as a licensed user to SharePoint. Some SharePoint storage is included in 
the County's Office 365 licenses; if the County has existing SharePoint storage capacity, that can 
be leveraged to support JusticeNexus' document and digital asset storage as well.

File Room Management 



Aeon Nexus employs a team of trainers, well-versed in the use, customization, and administration of the JusticeNexus solution.
Our trainers will develop a comprehensive training schedule based upon the needs of the County and will provide detailed role,
task, and scenario-based training services to all designated County personnel to increase adoption. This training plan includes
both instructor-led training of all County employees and system administrators as well as train-the-trainer sessions designed to
allow County to utilize the solution for years to come without having to engage Aeon Nexus for further training sessions.

Our Microsoft Teams-based training leverages hands-on, lab-based training techniques delivered in half-day increments to
maximize content retention and eliminate oversaturation of the participants. Real-world scenarios are customized to match each
training group’s predicted daily interactions with the solution. These scenarios are also used at the close of our training sessions
as part of a user assessment survey to help identify those staff who may require additional training. 

In addition to on-site training programs, our trainers also offer computer-based online training (CBT) for the convenience of the
County’s staff that need additional instruction or prefer the environment of an online training medium. Online instruction is made
available through online meetings and incorporates full desktop sharing of the instructors’ environment to communicate screen
activities and slide show information, maximizing participant involvement.

For this engagement, our instructor(s) will deliver our Microsoft Power Platform 101 session, JusticeNexus Electronic Legal Case
Management Software Solution session, Customization and Configuration session, and System Administrator class. Please note,
Aeon Nexus is flexible and will work with the County to customize a lesson plan that best fits the County’s unique needs. 

The anticipated formal training sessions for Microsoft Power Platform 101 and JusticeNexus Solution sessions will consist of a 6-
hour session repeated to accommodate the number of attendees over a period, allowing for shift work. System Administrators
will require an additional 8-hours for the JusticeNexus Customization and Configuration class and an additional 8-hours for the
System Administrator  class. 

Due to COVID-19 restrictions, Aeon Nexus assumes training will be provided remotely, and the County will provide either remote
access to the sessions or classroom, student computers with proper software preloaded, and overhead projector/screen or
similar, etc. necessary to facilitate attendance by County employees. Aeon Nexus will host the training environment and provide
our own laptop and other equipment and materials to execute the training. Custom course training materials, including full
documentation of the County solution, will be created for County users to reference during training and for post training support.
In addition, our team will create a training video library (typically 10-15 videos / 2-3 minutes each) of frequent tasks that the
County can use for training new users and as additional training support. 

Microsoft  Power Platform 101:  
For this course, our instructor(s) will provide County users with a general overview of JusticeNexus and the Microsoft Power
Platform. This course is intended as a pre-requisite for all new users to Microsoft Power Platform-based applications. It provides a
detailed overview of common Power Platform style implementations of browser-based data lists and form interfaces. By
familiarizing new users with common interface functions and approaches to finding and manipulating desired data, user
satisfaction and productivity increases can be achieved.
Course Plan:
Module 1:  Microsoft Power Platform Overview
Module 2:  Navigation Bar
Module 3:  Link Bar
Module 4:  Dashboards
Module 5:  Forms
Module 6:  Reports
Module 7:  Helpful Tips
Course Duration:  2-hour Web-Based or Classroom Learning – Instructor(s) Led / Remote
Course Materials:  Microsoft Power Platform 101 User Guide
JusticeNexus Solution:  
We will focus on a “train-the-trainer” approach so that County system administrator and end user training staff may train new
users and support the application for years to come. Specifics of this training course will be determined during the
implementation and testing phases on this engagement.



Course Plan:
Module 1:  Introduction to Customizing JusticeNexus
Module 2:  Customizing Entities
Module 3:  Customizing Fields
Module 4:  Customizing Forms
Module 5:  Configuring Business Rules
Module 6:  Reports
Module 7:  Customizing Charts and Dashboards
Module 8:  Scripting and Workflow Configuration
Module 9:  Knowledgebase Development and Maintenance
Course Duration:  8-hour Classroom Learning – Instructor(s) Led / Remote
Course Materials:  Course Manual
Customizations and Configurations:
Course Plan:

Module 1:  Introduction to Customizing JusticeNexus 
Module 2:  Customizing Entities 
Module 3:  Customizing Fields 
Module 4:  Customizing Forms 
Module 5:  Configuring Business Rules 
Module 6:  Reports 
Module 7:  Customizing Charts and Dashboards 
Module 8:  Scripting and Workflow Configuration 
Module 9:  Knowledgebase Development and Maintenance

Course Duration:  8-hour Classroom Learning – Instructor(s) Led / Remote
Course Materials:  Course Manual
System Administrator:
Course Plan:

Module 1:  User and Group Management 
Module 2:  Building a Security Model in JusticeNexus 
Module 3:  Permissions and Security Management 
Module 4:  Adjusting Login Procedures 
Module 5:  Managing Relationships 
Module 6: Intrusion Detection 
Module 7: Disaster Recovery and Business Continuity Options 
Module 8: Integration Build-Outs 
Module 9: Enterprise-Wide Configuration Settings 
Module 10:  Additional Security Options 

Module 11:  Data Backups
Course Duration:  8-hour Classroom Learning – Instructor(s) Led / Remote
Course Materials:  Course Manual







Milestone Description

Project Kickoff

During kickoff, Aeon Nexus will meet remotely via Microsoft Teams with the County
team to define project roles and responsibilities, and to agree upon the frequency and
type(s) of meetings and project communication. Additionally, our teams will review the
Statement of Work (SOW) to ensure that the scope is clearly defined.

During Discovery, the Aeon Nexus team will work with County user groups to document
the “as-is” processes (workflows), templates, forms and reports, and document any
additional requirements outlined in the SOW. Aeon Nexus resources will meet via
Microsoft Teams with County SMEs to document requirements, creating detailed
technical and functional specification documentation that will be agreed upon and
signed off on by both parties.

These technical and functional specification documents will be used to create a detailed
project plan. This phase will require regular interaction with the County system end-
users and SMEs to ensure all system requirements are captured and documented.
Simultaneously, Aeon Nexus’ technical team will work with the County IT team to
establish, configure, test and deploy the Production, Development and Test
environments.  

Configuration/Build

During the Configuration and Build phases, the Aeon Nexus team will configure
JusticeNexus to meet the requirements outlined in the Discovery phase, as defined by
the County. All forms, templates, workflows and reports will be created during this
milestone.

Migration
The Aeon Nexus team will work with the County IT team currently responsible for legacy
systems, to capture, validate and migrate the existing legacy data, documents and other
digital assets to the JusticeNexus solution.

User Acceptance Testing 
(UAT)

During UAT, a group of end users will be selected by the County (typically “super users”)
and will proceed through test scripts to ensure the new solution is operating as required.
Any errors or issues are resolved through an iterative process until no errors are
documented.

Training

Training is provided to all County end users to ensure that every County user is familiar
with both Microsoft Dynamics 365 and JusticeNexus. Additionally, we provide System
Administrator training to designated County staff. Successful training ensures high user-
adoption.

Go-Live During this milestone, the new system will go live and become the new system of record.

Post-Go-Live Support
During the 30 days following Go-Live, Aeon Nexus staff will support the County staff with
any system issues while they are getting used to the new system.

Discovery
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Via Email: dennisblaine@aeonnexus.com 
 
 
April 6, 2022 
 
Aeon Nexus 
Attention: Dennis Blaine 
138 State Street 
Albany, NY 12207 
 
RE: Pima County RFP-PO-2200014 PDS Case Management System 
 
Dear Mr. Blaine,  
 
Pima County (“County”) is issuing this Request for Clarification (RFC #2) to obtain further cost clarification and/or 
additional documentation to be able to fairly and accurately continue to evaluate your submittal for the RFP 
identified above.  
 
The cost directed questions County is presenting can be found on Attachment 8 – RFC #2 Cost Clarification, 
included with this RFC letter.  
 
County requires a written response to all questions posed in this RFC letter unless specifically indicated 
otherwise. Please complete and submit the appropriate attachment your responses to Denise Waldo at 
denise.waldo@pima.gov  before 2:00 PM MST on April 13, 2022. 
 
If you have any questions, please do not hesitate to contact me. 
 
 
 
Sincerely, 
 
Denise Waldo 
 
Denise Waldo, CPPB / Procurement Officer 
Pima County Procurement Department 
 
 
Attachment: 
Attachment 8 – RFC #2 Cost Clarification 

PIMA COUNTY PROCUREMENT DEPARTMENT 
150 W. CONGRESS ST., 5TH FLOOR, TUCSON, AZ  85701-1207 

PHONE: (520) 724-8161 FAX: (520) 222-1484 
 

Terri Spencer 
Procurement Director 

 

mailto:denise.waldo@pima.gov


# DESCRIPTION PER YEAR COST EXPLANATION (if needed)

Turnkey Solution

4.1.1 
Provide cost  of the JusticeNexus application as a turnkey solution (software as a service 
model). County does not intend to setup a cloud hosting environment for JusticeNexus.

$411,265.20

This annual cost is for 250 licensed Pima County users and includes the previously separated cost 
for annual support and maintenance.

Not included in this pricing is the one-time implementation fee of $1,845,575.00 to configure 
JusticeNexus for Pima County (document and email templates, workflows, reports, migration, 
integrations, training, and other setup activities identified in an accompanying SoW). 

4.2.1 Provide cost  of 200 TB (initial data storage needs). 45,000.00$          Annually

4.2.2 Provide cost  of each additional 100 TB (for future growth). 22,500.00$          Annually

4.3.1 Provide cost of 20,000 unique logins.
96,000.00$          

Annually.  (This is Tier 4 pricing at a minimum of 250 units, providing 25,000 logins/mo.  Tier 3 
pricing is a lower minimum, but a higher "per unit" cost, making Tier 4 the better value. See 
attached "Portal Tiers" tab for furrther detail.)

RFP-PO-2200014 PDS CASE MANAGEMENT SYSTEM - REQUEST FOR CLARIFICATION

Storage

Logins (Outside PC Employees)

Aeon Nexus
Attachment 8 - RFC #2 Cost Clarification 

County requires the abililty to store a single file up to 500 GB.



Unit Price Minimum Units Minimum logins/mo Minimum cost/mCost/login Pima Qty Pima Cost/mo Logins Annual Notes
Tier 1 200.00$    1 100 200.00$             2.00$       200 40,000.00$   20000 480,000.00$   
Tier 2 100.00$    10 1,000 1,000.00$          1.00$       200 20,000.00$   20000 240,000.00$   
Tier 3 70.00$      50 5,000 3,500.00$          0.70$       200 14,000.00$   20000 168,000.00$   
Tier 4 32.00$      250 25,000 8,000.00$          0.32$       250 8,000.00$     25000 96,000.00$     *
Tier 5 12.00$      1,000 100,000 12,000.00$        0.12$       1000 12,000.00$   100000 144,000.00$   

*Tier 4 is less expensive even at the higher minimum, than Tier 3.

END OF EXHIBIT E



MASTER AGREEMENT
PIMA COUNTY, ARIZONA

THIS IS NOT AN ORDER - TRANSMISSION CONSTITUTES 
CONTRACT EXECUTION

Master Agreement No:  23000000000000000047 MA Version:  1 Page: 1 of 2

Description:  PDS Case Management System
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Pima County Procurement Department

150 W. Congress St. 5th Fl

Tucson AZ 85701

Issued By: TROY MCMASTER

Phone: 5207248728

Email: troy.mcmaster@pima.gov
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Initiation Date: 12-20-2022

Expiration Date: 12-19-2023

NTE Amount: $2,700,000.00

Used Amount: $0.00
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Aeon Nexus Corporation

138 State Street

Albany NY 12207

Contact: Meghan A. Barkley

Phone: 213-878-2999

Email: meghanbarkley@aeonnexus.com

Terms: 0.00 %

Days: 30

Shipping Method: Vendor Method

Delivery Type:  

FOB: FOB Dest, Freight Prepaid

Modification Reason
This Master Agreement is for an initial term of one (1) year in the award amount of $2,700,000.00 (including sales tax) and includes four (4) one-year 
renewal options in the annual award amount of $844,000.00 (including sales tax).
Attachment: Information Technology Contract

This Master Agreement incorporates the attached documents, and by reference all instructions, Standard Terms and Conditions, Special 
Terms and Conditions, and requirements that are included in or referenced by the soliciation documents used to establish this agreement. All 
transactions and conduct are required to conform to these documents.



MASTER AGREEMENT DETAILS

Master Agreement No:  23000000000000000047 MA Version:  1 Page: 2 of 2

Line Description

1 Kickoff
Discount
0.0000  %

UOM
EA

Unit Price
$26,000.00

Stock Code
 

VPN
 

MPN
 

2 Configure (Environment Setup)
Discount
0.0000  %

UOM
EA

Unit Price
$99,375.00

Stock Code
 

VPN
 

MPN
 

3 Discovery (Requirements Gathering)
Discount
0.0000  %

UOM
EA

Unit Price
$288,000.00

Stock Code
 

VPN
 

MPN
 

4 Architecture/Design
Discount
0.0000  %

UOM
EA

Unit Price
$102,300.00

Stock Code
 

VPN
 

MPN
 

5 Development Iteration 1 (Build/Migration/Integration)
Discount
0.0000  %

UOM
EA

Unit Price
$230,175.00

Stock Code
 

VPN
 

MPN
 

6 Development Iteration 2(Build/Migration/Integration)
Discount
0.0000  %

UOM
EA

Unit Price
$230,175.00

Stock Code
 

VPN
 

MPN
 

7 Development Iteration 3 (Build/Migration/Integration)
Discount
0.0000  %

UOM
EA

Unit Price
$230,175.00

Stock Code
 

VPN
 

MPN
 

8 Development Iteration 4(Build/Migration/Integration)
Discount
0.0000  %

UOM
EA

Unit Price
$230,175.00

Stock Code
 

VPN
 

MPN
 

9 UAT Training/UAT
Discount
0.0000  %

UOM
EA

Unit Price
$279,000.00

Stock Code
 

VPN
 

MPN
 

10 End User Training
Discount
0.0000  %

UOM
EA

Unit Price
$82,800.00

Stock Code
 

VPN
 

MPN
 

11 Go-Live (including post go-live support)
Discount
0.0000  %

UOM
EA

Unit Price
$47,400.00

Stock Code
 

VPN
 

MPN
 

12 Licensed User - Annually
Discount
0.0000  %

UOM
EA

Unit Price
$8,270.00

Stock Code
 

VPN
 

MPN
 

13 300TB Add'l Azure Blob Storage
Discount
0.0000  %

UOM
YEAR

Unit Price
$67,500.00

Stock Code
 

VPN
 

MPN
 

14 Portal Logins - up to 25,000 logins/mo
Discount
0.0000  %

UOM
YEAR

Unit Price
$96,000.00

Stock Code
 

VPN
 

MPN
 




